CLINGER-COHEN ACT (CCA) COMPLIANCE

Confirmation Assessment Checklist – Item Level Assessment – fill only unshaded areas

Program Name:  

Reviewer/Items assigned/Date of Assessment:  

Contract Award: 

Milestone Approval:  

	Review Area
	Compliant
	Marginal
	Non-Compliant
	Narrative Summary

	1. *Make determination that the acquisition supports core priority functions of the Department
(Confirm that the program has a valid mission need)
	
	
	
	

	2.  * Establish outcome-based performance measures linked to strategic goals.
 (Outcome measures have been defined and clearly linked to strategic goals; outcome  

 measures have been approved by the MDA)
	
	
	
	

	3. * Redesign the processes to reduce costs, improve effectiveness and maximize the use of COTS technology.
 (“To be” processes have been defined and documented; acquisition strategy

 addresses use of COTS)
	
	
	
	

	4. * * No private sector or government source can better support the function.
 (Acquisition strategy identifies sourcing determination and rationale)
	
	
	
	

	5. * * An Analysis of Alternatives has been conducted
 (AOA considers new technology solutions such as web-enabled systems; AOA approved 

 by program sponsor and MDA)

	
	
	
	


	6. * *  An economic analysis has been conducted that includes a calculation of the return on investment; or for non-AIS programs, an LCCE has been conducted.
(Thorough and well-documented ROI calculations; program costs are consistent; LCCE represents a realistic appraisal of the level of cost most likely to be realized) 
	
	
	
	

	7.  There are clearly established measures and accountability for program progress
(Metrics adequately measure current program progress; program control and MDA-level management insight process is clearly defined)
	
	
	
	

	8.  The acquisition is consistent with the Global Information Grid policies and architecture, to include relevant standards
( IT architecture is developed in accordance with the GIG policies and appropriate provisions of the DoD C4ISR Architecture Framework and Joint Technical Architecture; program is compliant with DII COE level 3 or higher) 
	
	
	
	

	9.  The program has an information assurance strategy that is consistent with DoD policies, standards, and architectures, to include relevant standards
(IA reqmts are addressed throughout the program life cycle; IA reqmts derived from the ORD are incorporated into program design activities; information system survivability is addressed by incorporating protection, detection, reaction and reconstitution capabilities into the system design; all security reqmts are included in test strategies; successful certification and accreditation in accordance with DITSCAP)
	
	
	
	

	10.  To the maximum extent practicable, (1) modular contracting has been used, and (2) the program is being implemented in phased, successive blocks, each of which meets part of the mission need and delivers a measurable benefit, independent of future blocks.

(Program schedule and milestones reflect phased implementation approach; each block results in stand-alone functional capability)
	
	
	
	

	11. The system being acquired is registered.  
(program  registered; identify registration ID number)
	
	
	
	


* These requirements are presumed to be satisfied for Weapons Systems with embedded IT and for Command and Control Systems that are not themselves IT systems.  

** For weapons systems and command and control systems, these requirements apply to the extent practicable (40 U.S.C. §1451)

Rating Scale:

Compliant = Fully complies with the letter and intent of the Clinger-Cohen Act

Marginal (see note) = Complies with the intent/spirit of the Clinger-Cohen Act, if not the letter

Non-Compliant (see note) = Shows no evidence of compliance







