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1.  General Description of Operational Capability.  

1.1.  Mission Need

1.1.1.  Tactical Air Force (TAF) Statement of Operational Need (SON) 305-88 for the Contingency Theater Air Control System (TACS) Automated Planning System (CTAPS), 6 Feb 89, identified the need for a theater-wide architecture, computer systems, and communication interfaces capable of providing intelligence assessment, force planning, tasking, execution, and reporting in support of theater air operations.   Subsequently the operational need for an automated capability at the unit level was stated in the Statement of Operational Need (SON), TAF 340-88, dated 20 Dec 89.

1.1.2.  Subsequently developed ORDs for the Contingency Theater Air Control System (TACS) Automated Planning System (CTAPS) (8 Feb 95), the Wing Command and Control System (WCCS) (22 Jun 95), and the Combat Intelligence System (CIS) (20 Oct 94) enumerated many requirements for interoperability, specific interfaces, and common applications and resources among these proposed systems.  Recognizing the need for integration, the US Air Force established a single program as described by the Program Management Directive (PMD No. 2328(2), Theater Battle Management (TBM) Core Command and Control (C2) Systems, 14 Sep 94) to meet all three sets of requirements.  Functionality planned for releases of CTAPS, WCCS, and CIS post versions 5.2, 1.2, and 1.2, respectively, was postponed until after TBMCS version 1.0.1 in order to incorporate infrastructure and interoperability upgrades directed by DoD.  AC2ISRC has reviewed the legacy SONs and has determined that, due to this postponing of functionality, the legacy SONs are still valid.  TBMCS will also address the Theater Battle Management (TBM) functions described in the Mission Need Statement (MNS) for the Aerospace Operations Center (AOC), dated 13 Oct 00, and is specifically referenced in section 4 of the AOC MNS.  This ORD supersedes the legacy ORDs (WCCS, CTAPS, CIS), and complements the draft AOC ORD. As a primary member of the theater air and missile defense family of systems (TAMD FoS), this ORD is required to support the key performance parameters contained in the Theater Air and Missile Defense Capstone Requirements Document (TAMD CRD), dated 1 March 2001.  Those portions of TBMCS responsible for information dissemination management are required to support the key performance parameters contained in the Information Dissemination Management (IDM) CRD, dated 22 January 2001.
1.1.3. The TBMCS program was also tasked to respond to emerging DoD mandates associated with the Global Command and Control System (GCCS) and Defense Information Infrastructure Common Operating Environment (DII COE).  CTAPS, WCCS, and CIS ORDs required the use of a common operating environment (COE) and specifically called out requirements for interfaces with and migration to the DoD Joint Technical Architecture (JTA).    The US Air Force recognized the long-range benefits of a DoD-wide COE for C2 systems and directed the TBMCS II will comply with the DoD JTA, version 3.1, dated 31 March 2000 and the DII COE level 5 (Threshold) with level 8 (Objective).  Phase III, FY03/04, will complete the incorporation of the capstone requirements as stated in the IDM and GIG CRDs.  Future TBMCS versions will continue to comply with current versions of the DII COE and with current versions of the DoD JTA and JTA Air Force (JTA-AF) through the spiral development process.
1.1.4.  TBMCS is an Air Force program with selected modules (currently 16 of 64 – a list of the joint modules is maintained by the JSOAC SCCB) mandated for joint use.    In accordance with AFI 63-123, the TBMCS ORD focuses on high-level end state requirements considered key functionality for the system.  All threshold values for Key Performance Parameters (KPPs) that are specifically identified within the body of the ORD represent baseline requirements.  Each releasable software version will be a step in the direction toward the overall concept and capability defined in this ORD.  Successive Spiral Development Increment Plans (SDIPs) will detail the thresholds and objectives for each releasable software version within a block.  AC2ISRC is responsible for articulating and documenting requirements submitted by TBMCS users worldwide. Detailed requirements that fall within the scope of this ORD will be documented and prioritized by AC2ISRC using two parallel processes. These are intended to balance the needs of Air Force users with the needs of other services and agencies that must employ designated segments of TBMCS to conduct joint air operations. The overarching goal is to develop an authoritative, coherent view of the full range of TBMCS requirements, and to provide a means of evaluating their relative importance.  The primary venues for meeting this goal are the AOC SDIPT, for evaluation of Air Force requirements, and the Requirements Planning Team (RPT) for evaluation of TBMCS requirements submitted by all Services.   Procedures for submitting and evaluating AF requirements are contained in the draft AOC SDIPT Charter. Procedures for submitting and evaluating joint or service-unique requirements are contained in the RPT Charter.  Generally, AF TBMCS users will submit requirements through their respective MAJCOM approving authorities for evaluation and prioritization by the AOC SDIPT.  Army, Navy, and Marine Corps users will submit requirements (using service-specific procedures) to the RPT.  TBMCS requirements submitted by AF users, and approved by the AOC SDIPT, will be represented to the RPT by AC2ISRC.  The RPT, co-chaired by JCS J6V and AC2ISRC/A-3, will designate appropriate requirements as joint and will establish relative priorities among the Joint requirements.  These processes are only intended to help identify requirements and their relative priorities. The cost, technical feasibility, and schedule for meeting TBMCS requirements must also be addressed to determine which requirements will be met in a specific TBMCS releasable software version or spiral activity. The primary forum for addressing TBMCS solutions will be the TBMCS SDIPT. The TBMCS SDIPT will be co-chaired by ESC and AC2ISRC, with membership representing all TBMCS stakeholders. (Detailed processes and procedures are contained in the draft TBMCS SDIPT Charter.) The TBMCS SDIPT will propose solutions for appropriate sets of requirements in the form of Spiral Development Increment Plans (SDIPs). SDIPTs must be approved by the AOC SDIPT for funding and by the Joint Standard Air Operations Software Configuration Control Board  (JSAO SCCB).   (JSAO SCCB processes are contained in CJCSI  6271.01A.) The Air Force has overall responsibility for software development, testing and type 1 training.  Each service has responsibility for fielding their own hardware and follow-on training. Logistic responsibilities and maintenance concepts are the responsibility of the specific Services.

1.1.5.  This ORD addresses two Critical Future Capabilities within the Information Superiority Core Competency and one Critical Future Capability in the Command and Control Core Competency Support Area in the 03-07 Annual Planning and Programming Guidance (APPG):

1. Provide continuous, tailored information within minutes of tasking with sufficient accuracy to engage any target in any battlespace worldwide.

2. In conjunction with joint and national capabilities, ensure our use of the information domain unhindered by all attempts to deny, disrupt, destroy, or corrupt it; and also ensure our ability to attack and affect an adversary’s information and information systems in pursuit of military objectives.

3. Assess, plan, and direct aerospace operations anywhere from multiple locations in near real time, across the spectrum of operations and levels of command.

1.2.  Mission Area.  

1.2.1. TBMCS is an integrated Command and Control Intelligence Surveillance and Reconnaissance (C2ISR) system which will provide standardized, secure, automated decision support for US Air Force, joint functional/Service component, and allied commanders worldwide.  TBMCS will support command, control, and intelligence nodes at the force, component, and unit-level elements in support of distributed, collaborative planning (DCP) and decision-makers at and below the level of Joint Forces Air Component Commander (JFACC).  TBMCS provides the capability to support the responsibilities of the JFACC, Airspace Control Authority (ACA) and Area Air Defense Commander (AADC) as described in JP3-56.1.  It will be specifically designed to interface with command, control, communications, computer, and intelligence (C4I) systems from the US Air Force, US Army, US Navy, US Marine Corps, NATO, and selected allied/coalition nations.  TBMCS will provide automated air operations planning, execution management and intelligence capabilities.  It will support a full range of functions including: development of the JFACC Course of Action (COA) for approval by the JFC, Joint Air and Space Operations Plan (JASOP), Air Tasking Order (ATO), Airspace Control Order (ACO), production and replanning, threat assessment, target selection, mission execution, battle damage assessment, resource management, time critical target identification and prosecution, theater critical asset prioritization and developing the area air defense plan.  Critical warfighting capabilities are highly dependent upon TBMCS mission support.  Combat capabilities include bomber and fighter aircraft, surface-to-air missile weapons systems, air and ground based sensors, surface-to-surface missiles, special operations forces, or information operations and next generation weapon systems (e.g., Joint Air-to-Surface Standoff Missile (JASSM) and Joint Direct Attack Munition (JDAM)).  It will also support interaction with subordinate/command units for mission execution, and a capability to obtain resource information to plan and execute the next day’s missions.  It will provide a capability to rapidly receive, correlate, manipulate, display and disseminate intelligence data from multi-discipline sources and natural environmental data and then apply the resulting information to the battle planning, mission execution and assessment processes. This document describes the requirements for the JFACC and Joint/Coalition (or Combined) Aerospace Operations Center (J/CAOC) to include the transfer from one J/CAOC to another.  The TBMCS software will be capable of supporting the JFACC in any theater and under all conditions.   Note:  For this document, Air Battle Plan (ABP) will be used to refer to the information contained within the ATO, ACO, and ATO/ACO change messages.

1.2.2.  This document supports the following Office of the Under Secretary of Defense (Acquisition, Technology, and Logistics) mission areas as identified in the OUSD (A) Assignments Directory, Abbreviations, Coding, Definitions, and Titles:

	OUSD (AT&L) Mission Areas:
	Index Number

	Strategic Offense
	110

	Airborne Strike
	113

	Land Warfare
	210

	Indirect Fire Support
	212

	Land Warfare Surveillance and Reconnaissance
	217

	Close Air Support and Interdiction 
	223

	Defense Suppression
	224

	Air Warfare Support
	225

	Air Warfare Surveillance and Reconnaissance
	227

	Intra-theater Airlift
	228

	Anti Air Warfare
	231

	Amphibious, Strike and Anti-Surface Warfare
	232

	Theater Nuclear Warfare
	240

	Battlefield Theater Nuclear Warfare
	241

	Theater Wide Theater Nuclear Warfare
	242

	Mobility
	260

	Command, Control, Communications and Intelligence Programs
	300

	Special Operations Forces
	307

	Tactical Intelligence and Related Activities (TIARA) for Tactical Land Warfare
	322

	Space and Nuclear C3
	330

	Strategic Command and Control
	331

	Surveillance and Warning
	332

	Theater and Tactical Programs
	340

	Theater Command and Control 
	341

	Surveillance and Reconnaissance 
	342

	Tactical Command and Control
	344

	Tactical Communications
	345

	Land Warfare Command and Control
	352

	Air Warfare Command and Control
	357

	Global Military Environment Support
	420


1.2.3.  Scope.  TBMCS is a system of systems (SoS) which incorporates requirements from the legacy CTAPS, WCCS, CIS and other joint requirements.  Among the non-legacy requirements incorporated into TBMCS are: support for the Close Air Support (CAS) operations, Joint Targeting Toolbox (JTT) and Time Critical Targeting (TCT).  Each operational node (as depicted in figure 1) can be seen individually as a family of systems (FoS), since nearly all incorporate non-TBMCS hardware and mission applications.  In this document ‘TBMCS’ will refer generically to both fielded and planned capabilities; ‘TBMCS I’ will refer to the capabilities that are baselined in TBMCS 1.0.1; and ‘TBMCS II’ will refer to additional capabilities that will be brought to TBMCS I through the spiral development process.

1.2.3.1.  In the past, CTAPS, CIS, WCCS, and TBMCS have failed to deliver new capabilities in a timely fashion.  When new capabilities are delivered, the technology fielded is often out-dated, or is not responsive to new or developing operational requirements. Traditional acquisition processes will not meet the timelines necessary to field incremental updates to the system.  It is for this reason that TBMCS is an appropriate match for the evolutionary acquisition processes described in AFI 63-123.  In accordance with AFI 63-123, the TBMCS ORD focuses on high-level end state requirements considered key functionality for the system.  The phasing of  requirements and performance parameters will be in accordance with the process described in para 1.1.4.  The TBMCS RPT and TBMCS SDIPT are the program management vehicles for implementation.  All threshold values for key performance parameters (KPP) that are specifically identified within the body of the ORD represent baseline requirements.   All objective values for KPPs that are specifically identified within the body of the ORD represent end-state requirements.  Each increment will be a step in the direction toward the overall concept and capability defined in this ORD.  Successive SDIPs will detail the thresholds and objectives for each increment within a block.

1.2.3.2.  The TBMCS program will be implemented at three echelons: service component level, ASOC, and unit level.  Other elements of the TACS will either be supported with a remote, or an interface to TBMCS at one of the three echelons.

1.3.  Anticipated Operational and Support Concepts.

1.3.1.  Concept of Operations (CONOPS).  The Air Force TBMCS CONOPS is in draft format, dated October 1999, at the time of this writing.  The following excerpts are from this draft CONOPS.

1.3.1.1.  Force and unit level employment of TBMCS provides the Joint Forces Air Component Commander (JFACC) and subordinate staffs with a single point of access to real or near real-time (NRT) information and planning data necessary to execute tasks of higher headquarters.  Hardware configurations vary depending on the mission/function of the organization employing the components.  TBMCS software components can be divided into six functional categories: Planning, Execution Management, Combat Mission Support, Resource Management, Reporting and Analysis (intelligence) and Common Tools.  To operate, the system accesses the following principle databases: the Air Operations Database (AODB) and the Integrated Imagery and Intelligence (I3) local copy of the Modernized Integrated Database (MIDB) on the Intelligence Shared Data Server, and the Imagery Product Library (IPL).  In addition, the TBMCS user has access to any DoD information portal via the Defense Information Systems Network (DISN).

1.3.1.2.  At the force level, TBMCS will provide the JFACC with an automated spectrum of C2ISR capabilities, enabling the planning and execution of joint air operations.  Interfaces provided with elements located within the ASOC permit rapid communications and responsive tasking in support of land naval and air component operations.  Unit-level TBMCS provides the wing commanders with information systems to plan, prepare for, and carry out the tasks received from the J/CAOC.

1.3.1.3. There are two conditions under which JFACC transfer takes place. In accordance with JP 3-56.1, the Joint Force Commander (JFC) may designate a component commander as the JFACC, or change this designation to another component commander.  Additionally, the JFACC may deliberately, with advanced planning, transfer the location of the J/CAOC during any phase of operations:  deployment, sustainment, etc.  The second condition under which the JFACC transfer make take place is in an emergency, when the existing J/CAOC is rendered unable to continue to support operations with little or no advanced warning due to equipment failure, battle damage, etc.

1.3.1.4.  Established joint and service doctrine applies when employing TBMCS to control air operations.  In most contingencies involving air operations, the JFC appoints a JFACC.  The JFACC employs TBMCS as an integral C2ISR tool in the J/CAOC and subordinate operations centers.  TBMCS provides information connectivity among the JFACC’s J/CAOC, subordinate and other theater component commands, and assigned flying units.

1.3.1.5.  TBMCS will allow the JFC to optimize the employment of air operations forces by providing NRT battlespace information to the JFACC and subordinate agencies.  Information from multiple platforms will aid planners in planning ATOs and ACOs.

1.3.1.6.  The air tasking cycle is continuous and dynamic.  As a rule, there are multiple ATOs in existence at any moment.  The Combat Operations Division (COD) executes the current day’s ATO and controls subordinate unit level organizations.  Typically, at the same time, the Combat Plans Division (CPD) produces a second ATO to implement the next day’s plan, and the Strategy Division and the CPD’s Guidance, Apportionment, and Targeting (GAT) team begins planning a third ATO for the following day’s plan.  ATOs normally cover a 24-hour period, beginning and ending as specified in the JASOP.  

1.3.1.7.  Unit level TBMCS provides both a garrisoned and a deployable C2ISR automated capability to wing commanders, staffs, and subordinates.  This capability provides an integrated composite picture of wing/unit resources for improved resource management to enhance sortie generation, force employment, and mission reporting.  The system consolidates, through interfaces with other systems, operations, intelligence, weather, resources, and combat support information into a single system for mission scheduling, planning, and execution.

1.3.1.8.  Unit level TBMCS will be used to control and monitor wing operations during war, contingencies, and exercises and should be used on a daily basis to support training requirements.  The accuracy and timeliness of this C2ISR information is key to successful mission accomplishment.  For this reason, unit level TBMCS will provide an improved operational capability through flexible, secure, and NRT C2ISR information.  Information managed within unit level TBMCS must be available to the commander, battle staff members, and other organizations to make critical command decisions from any operations location.  Unit level TBMCS will provide C2ISR information to the wing commander, the installation command post (consisting of the operations control function, maintenance control function, and Survival Recovery Center (SRC)), and other users rapidly enough to permit timely decisions on the employment of wing resources to accomplish their assigned missions and tasks.  Unit level TBMCS will be capable of passing operational data and data collected by operational platforms between the J/CAOC and wing/squadron.  It will also be used to pass vital information on airbase, resource, mission status, and intelligence data collected by the wing to higher headquarters.

1.3.1.9.  The ASOC is a specialized center responsible for planning, directing, and controlling that portion of the air effort executed in support of land force maneuver objectives, close air support (CAS).  It co-exists with the senior Army tactical field element, normally a corps, and generally will be collocated with the Corps Fire Support Element/Deep Operations Coordination Cell (FSE/DOCC).  TBMCS will support the primary mission of the ASOC, which is to receive, coordinate, process and fill requirements for immediate CAS.  Pre-planned requests for CAS are passed through Army channels in time to be included in the ATO.   Those requests not meeting the lead time requirements normally will be handled as immediate requests passed through the ASOC over the interfaces provided by TBMCS close air support mission applications.

1.3.2  TBMCS Operational Concept
1.3.2.1.  The primary purpose of the TBMCS program is to automate the processes associated with the J/CAOC portion of the TACS and supported sites.  These basic processes are:

Plan

· Nominate, prioritize, and weaponeer targets.

· Plan and disseminate the ATO/ACO.

· Produce the Master Air Attack Plan (MAAP), Air Defense Plan (ADP), and JASOP.

· Plan and disseminate changes to the ATO/ACO.

· Nominate and prioritize defended assets.

· Build a flying schedule.

Execute

· Control and direct execution of the Air Battle Plan (ABP).

· Prepare and disseminate messages of critical importance for current operations.

· Provide fire support to ground units.

Monitor

· Monitor the execution of the ABP.

· Apply intelligence, surveillance, and reconnaissance (ISR) capability to the greatest extent possible in support of situational awareness, threat warning, analysis, battle management, and targeting (to include the prosecution of time sensitive targeting). 

· Monitor resource, facility, and personnel status.

Assess

· Evaluate the results of air operations against air and space objectives, and provide recommendations for changes to strategy.

1.3.2.2.  Force level TBMCS will be designed as tailorable, scaleable J/CAOC configurations as determined by requirements levied by tasking authorities.  The key differences among the response packages lies in the number of workstations employed and the resulting number of sorties/ATO missions that can be produced.  Air Force Unit level TBMCS will be capable of being deployed by the wing as a whole, or by individual squadrons.  TBMCS workstations must be palletized quickly and transported to a Forward Operating Location (FOL).  Once on-site they will be unpacked and connected.  When the contingency is finished, the components will be repackaged quickly and transported back to the home station.

1.3.3.  Support Concept.  TBMCS will be supported by the military service’s and agency’s existing organizational, direct support and depot maintenance levels or contractor logistics support.  This system will take maximum advantage of commercial products, technologies and non-developmental items.  The government may choose to retain rights regarding intellectual properties developed for TBMCS.  Additionally, industry proprietary components should be avoided to the maximum extent practicable.  All data access and information maintenance responsibilities rest with the organizational data owners and local system administrators.

1.4.  C4ISR Information Exchange Operational Concept.

TBMCS is both an information producer and an information user.  As depicted in section 4, figure 1 and described in table B, TBMCS will receive situational awareness information (e.g. sensor data, order of battle information, mission execution status), requests (e.g. airspace, fire support), guidance (e.g. rules of engagement, apportionment), and planning information (e.g. missions, air space control measures) from service, national, and multi-national sources.  In turn, TBMCS will produce and forward these categories of information to service, national, and multi-national consumers, who may or may not be equipped with TBMCS.

2.  Threat.  

The critical theater C2ISR capabilities of this system identify it as a high profile target to potential threats.  A full range of  threat systems (ground-based, airborne, seaborne, electronic) may be employed to destroy this capability.  Specific threats include: physical destruction, electronic countermeasures/electronic support measures (ECM/ESM) threats, intrusion and deception (to include offensive information warfare), chemical and biological weapons, and electromagnetic pulse (EMP) threat from nuclear weapons and information threats.  IO related threats include: denial of service, reliance on commercial bandwidth, computer viruses and the inadvertent and deliberate threats induced by insiders.  For details, refer to Automated Information Systems Threat Environment Description (AIS TED), NAIC-1574-0210-00, September 2000.  A more detailed discussion of the threat to C4I at all echelons can be found in the “Air Combat Threat Environment Description (AC TED)  (NAIC-1574-0730-99), June 1999; Space Systems Threat Environment Description,  (SS TED) (NAIC-1574-0727-01), January 2001; Electronic Warfare Threat Environment Description (EW TED),  (NAIC-1574-0731-01), January 2001; Aerial Surveillance & Reconnaissance Systems Threat Environment Description (AS&R TED), (NAIC-1574-0732-98) September 1998; Agile Combat Support Threat Environment (ACS TED),  (NAIC 1574-0664-99) February 1999, and Special Operations Forces (Aviation): Threat Environment Description (SOF(A) TED),  ( NAIC-1574-0726-01), June 2001.

3.  Shortcomings of Existing Systems and C4ISR Architectures 

3.1.  Existing Systems

3.1.1.  Pre-employment planning and preparation time available to joint and allied forces (such as for Desert Storm) cannot be expected in future conflicts.  Increased world instability has increased the number of potential crisis spots and reduced the likelihood of accurately predicting where the next conflict will occur.  This condition requires the ability to respond immediately to unforeseen contingencies with the requisite forces and resources to plan and employ air assets if necessary.

3.1.2.  C2 support to Desert Storm consisted of a large number of stove-piped/stand-alone systems, employing different hardware and software architectures, proprietary standards, and private databases.  The ATO preparation system at that time was wholly unsuited to the task of preparing a 1500 mission/3000 sortie ATO, and the communications infrastructure was incapable of electronically disseminating the ATO message to all elements of the TACS.

3.2.  Initial Migration Path.

3.2.1.  Prior to TBMCS, Command and Control support to the CAF consisted of: CTAPS, which focused on the requirements of theater-level plans and operations personnel; WCCS, which supported unit level scheduling and operations personnel; and CIS, a functionally focused system which supported intelligence personnel at both theater and unit levels, but with somewhat different configurations at each.

3.2.2.  While interfaces were employed among these three systems, each was a completely separate development effort, with almost no common software segments or shared data resources.  The TBMCS program was established to integrate these separate systems using common applications and shared data where practical, under a common architecture consistent with the DII COE.

3.2.3.  TBMCS I provides a unified architecture for multi-echelon, multi-functional, and multi-service C2 of air operations.  The most significant remaining shortfalls are:

· High overhead of system administration, particularly for smaller TBMCS configurations such as unit level TBMCS and JFACC Afloat.  System operation complexity required significant contractor support and oversight to effectively operate the system. (5.5.1.)

· Reliance on means of information distribution that are labor intensive or difficult to implement in tactical communications environments.  (See section 4.1.9, “fully automated process.”)

· Flexibility and timeliness of air operations are limited by the monolithic, 24-hour ATO planning process that is “hard-wired” into the software.  The system cannot practically accommodate short, dynamic planning cycles while providing necessary long-lead direction.  Also, the current system is unwieldy for planning, replanning, or making execution adjustments at the transition boundary between ATOs.  (See goal, 4.1.9.)

· Changes or upgrades to TBMCS software are complex, costly, and involve dependencies and restrictions imposed by externally developed and managed software (e.g., mandated GCCS applications and DII COE segments) and have resulted in incremental costs to other programs relying on the TBMCS infrastructure.  (5.3.4.)

· A security architecture that does not seamlessly and transparently support the flow of data (1) at multiple classification levels, and (2) multi-national and NATO operations. (5.4.9., 5.4.10., 5.4.11., Table B.)  Note: this is not purely a technical issue, since policy restrictions play a large role in defining a security architecture to support NATO multi-national operations. 

· Lack of timely and current information to theater commanders on both friendly and hostile space-based assets.  Lack of space-based information concerning hostile and friendly assets.  Lack of current and predicted space environment forecasts integrated into situational awareness displays and common operating picture.  (4.1.12.4., 4.1.13.1., 4.1.13.4.)

4.  Capabilities Required.

This document contains high-level end-state requirements for the TBMCS program including force, unit, and ASOC.  Targeting requirements are described in the JTT and TCT ORDs (see References). 

4.1.  System Performance.

4.1.1.  This section is based on airpower doctrine, theater tasking, and the operational environment.  The requirements identified are based on TBMCS I capabilities (with other increments identified for future incremental development) and begin at the highest level of general characteristics.  They then proceed to the basic physical characteristics of the system, integrated applications capabilities, data/communication exchange interfaces, system interfaces, and finally the requirements for the specific nodes of TBMCS.  This will highlight the operational requirements from force level to unit level within theater operations, and identify the necessary interfaces for joint operations.

4.1.2.  Theater Battle Management (TBM).  To support the roles and missions assigned to air assets, battle managers require planning systems, communications networks, and decision aids to plan and monitor combat missions.  This is accomplished through the warfighting concept of TBM.  TBM systems link the various organizational levels of command, control, intelligence, and execution as they relate to air operations.  The TBM concept is essential to understanding the two basic levels of responsibility within the air campaign:  the theater planning (force) level, and the execution (unit) level.  In the simplest terms, battle planning occurs at the theater level where senior commanders, planners, and decision-makers are located.  Tasking is developed and issued from the theater level, disseminated to and executed by the subordinate elements of the TACS.  This differentiation also reflects the principles of centralized control and decentralized execution.  The success or failure of air operations relies on the timely planning and execution of air operations and is directly dependent on the capabilities of the supporting TBM systems.

4.1.3.  Theater Air Control System.  TBM requires a dynamic structure of C4I systems and execution resources that are collectively called the TACS.  The TACS is defined as the organization, personnel, procedures, and equipment necessary to plan, direct, and control theater air operations and coordinate air operations with other services and allied forces.  The TACS consists of ground-based and airborne C2 agencies specifically trained and equipped to support the air campaign planning functions and process and execution of the air war.

4.1.4.  TBMCS Support to the Warfighter.  When operating as a JFACC, a commander will employ joint and USAF TACS C4I systems (such as the ASOC, Control and Reporting Centers (CRC), and WOC and Squadron Operations Centers (SOC)).  These systems allow him to task, employ, monitor, and control the multi-service (joint) or multi-national (combined) air assets allocated to him.  When operating under a JFACC of another service, J/CAOCs, ASOCs, CRCs, WOCs, and SOCs must be able to interface with employed C4I systems.  To ensure ATO interoperability, the Joint Staff has mandated the use of selected TBMCS segments, identified as joint segments, via the Joint Standard Air Operations Software Configuration Control Board, in accordance with CJCSI 6271.01a.   

TBM systems bring the following data management support to the warfighter:

4.1.4.1.  Maintains information pertaining to the tactical air situation and those portions of the space and surface combat situation essential to the aerospace effort.

4.1.4.2.  Provides planners with communications-computer hardware and software to assist in the apportionment recommendations and allocation decisions; development of tasking orders and other operational orders and plans; and distribution and dissemination of data to appropriate organizations and facilities.

4.1.4.3.  Provides operations and intelligence personnel with communications-computer hardware and software to assist in the management of air assets within the objective area.

4.1.4.4.  Receives, processes, maintains, updates, and disseminates information pertaining to combat aircraft and ground TACS units, equipment, intelligence, alerts, weather, resources, facilities, and force status.

4.1.4.5.  Interoperates with other Air Force C4I systems, facilities, and C2ISR systems of other services and allies.

4.1.5.  System Information Exchange Requirements.  Only operational information exchange among nodes will be addressed in this ORD.  Specific data exchanges among interfacing systems will be contained in memoranda of understanding (MOUs) and interface control documents (ICDs) signed between the TBMCS Interface Control Working Group and representatives of the interfacing system.  Figure 1 contains the high-level operational concept graphic (OV-1).  Figures 3 through 5 contain phased system interface descriptions (SV-1).  See table B for the TBMCS Information Exchange Requirements (IER) matrix.  Those TBMCS processes responsible for information dissemination/management will be brought into conformity with the Information Dissemination Management (IDM) Capstone Requirements Document (CRD) through the Spiral Development Process.  Currently, each TBMCS operational node as depicted in figure 2 (J/CAOC, ASOC, WOC/SOC, MTACC, and Navy C2) implements the three operational nodes depicted in the IDM Operational View (figure 2):  Information  Producer, Information User, and Command.
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Figure 1: High Level Operational Concept Graphic

Note:  Navy C2 in the TBMCS OV-1 and SV-1 diagrams is defined as follows:  Naval Platform/Command corresponds to JAOC/AOC, Carrier/Battle Group Staff corresponds to AOC/WOC/SQOC/CRC/CRE, Amphib Flag Ship/CATF & CLF corresponds to AOC/WOC/SQOC/CRC/CRE, Air Wing (embarked/shore based) corresponds to WOC/SQOC/CRE, Cruiser/Destroyer (Aegis-class) corresponds to SQOC/CRC/CRE, and Destroyer/Frigate corresponds to SQOC/CRC/CRE. 
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Figure 2:  IDM Operational View (OV)-1
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Figure 3: System Interface Description (TBMCS Phase I) 

Figure 4: System Interface Description (TBMCS Phase II)
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Figure 5: System Interface Description (Post TBMCS Phase II)

4.1.6.  Common Operating Environment.  The TBMCS computer systems must adhere to a common system architecture with common system software and hardware.  In accordance with the DoD Joint Technical Architecture, TBMCS must use DII COE infrastructure and segmented products.  The systems supporting each node must be internally networked to allow communications among all computer workstations and sharing of critical information.  The systems must support wide-area networking to provide rapid communications and coordination of time-critical battle management, intelligence, and logistics information throughout the theater of operations and between each theater and CONUS.  The system must provide a modular, adaptable capability to be tailored to the operational situation and allow easy addition of new capabilities and modification of existing capabilities at each node and provide for upgrades as new technology becomes available.

4.1.7.  Reduced Footprint.  TBMCS II must minimize the footprint (cube and weight) of any wartime or contingency deployable part of the system, its training (ops and maintenance), and its support (spares, support equipment, technical data, manpower, etc). Reductions of the size and weight of the total carried enroute and into battle reduces a burden on air transport, warfighters, and support resources.  Threshold:  System will have a smaller footprint than the current system.  Objective: Reduce the deployment footprint size by 20%.  

4.1.8.  Specific Node Capabilities.  By using the baseline software release TBMCS I, the capabilities described in section 4.1 are required for both fixed and deployed locations to meet the operational tasks of planning and executing an air campaign at the theater level.  (Note:  Thresholds for KPPs are based upon the capability to plan, organize, control, and direct a sustained air operation scaleable to 1500 missions/3000 sorties per day.)  Afloat component commander must be able to plan and produce a 300 mission/500 sortie in 8 hours or 400 mission/800 sortie in 12 hours.  Sea based JFACC must be able to merge and validate a 1500 mission/3000 sortie ATO.  The ability of the sea based JFACC to merge is dependent on Navy hardware capabilities.

4.1.9.  Threshold/Objective Requirements and Key Performance Parameters (KPP).  All threshold and objective values are specifically identified within the body of the ORD.  ORD KPPs appear in table A, and are marked in this section with an asterisk (‘*’).  Additional information (sometimes stated in directive terms) is considered amplifying data and appears below.  Thresholds and Key Parameters identified in this ORD respond to the overarching requirement to Plan, Execute, Monitor, and Assess an air operation scaleable to 1500 missions/3000 sorties per day.   Afloat component commander must be able to plan and produce a 300 mission/500 sortie in 8 hours or 400 mission/800 sortie in 12 hours.  Sea-based JFACC must be able to merge and validate a 1500 mission/3000 sortie ATO.  Ability of the sea-based JFACC to merge is dependent on Navy hardware capabilities  The overarching objective is to provide a system with at least the same mission/sortie throughput as TBMCS I, but able to accommodate more dynamic ATO periods.  Generally, this system should enable planners to issue long-lead directives to units (e.g., required sortie generation patterns and configurations) while generating specific mission taskings on a shorter-lead schedule geared to aircrew planning, coordination, and transit time.  Note:  In the following, “dependent upon comms equipment/systems” assumes that communications equipment and systems are available that support the bandwidth, latency, reliability, and availability required to achieve this threshold.  Software upgrades that might affect communications capabilities will be coordinated through the proper authorities.  Note: In the following capabilities, “fully automated” will be defined as “requiring no operator intervention except possibly to initiate the process and to approve the result of the process.”

4.1.10.  Plan

4.1.10.1.  TBMCS must support force-level air defense planning, provide the capability necessary to perform analysis of vulnerability to threats, and produce the ADP. Threshold:  Complete within ATO Planning Cycle.

4.1.10.2.  Nominate and prioritize targets for attack to produce the Target Nomination List (TNL), provide the capability to receive and to merge component TNLs, and provide the capability to disseminate target materials and updates between component, unit level planning systems, and other JTF components.  Threshold:  Complete within the ATO cycle.

4.1.10.3.  Provide automated support for all targeting and weaponeering functions.  Provide electronic transfer of targeting and weaponeering data for precision guided munitions and other weapons to the unit for each published ATO.   Threshold:  Complete within the ATO cycle.

*4.1.10.4.  Provide capability to receive, rank, manipulate and display preplanned air support requests originating from other Services.  Threshold:  Process within the ATO cycle, 200 preplanned air requests per Component, with 95% successful parse rate and 100% accountability.  Objective: Process within the ATO cycle, 200 preplanned air requests per Component, with 99% successful parse rate and 100% accountability.

*4.1.10.5. Receive airspace control measure requests (ACMREQs) and produce and disseminate the ACO.  Threshold:  Complete within the ATO cycle.

*4.1.10.6.  Generate and transmit a United States message text formatting (USMTF) compliant ATO.  Threshold:  1500 missions/3000 sorties within 12 hrs of receipt of the TNL (USAF) and 350/500 sorties within 8 hours of receipt of the TNL (Navy).  Objective:  2000 missions/4000 sorties within 12 hrs of receipt of the TNL.

4.1.10.7.  Provide the capability for all tasked military agencies to receive the ATO within 30 minutes of transmission (dependent upon communications equipment/systems).  Threshold: 1500 mission/3000 sortie ATO (USAF) and 350 mission/500 sortie ATO (Navy).  Objective:  2000 missions/4000 sorties (USAF) and 400 mission/800 sorties (Navy).

*4.1.10.8.  Build an initial flying schedule outline/shell within 10 minutes of receipt of a valid ATO.   Threshold:  100 sorties. 
*4.1.10.9.  Build a detailed flying schedule.  Threshold: within 4 hours after receipt of a valid flying schedule outline containing 100 sorties.  

*4.1.10.10.  Provide threat analysis and data to support mission planning.  Threshold: within 4 hours of receipt of ATO/ACO.  Objective:  within 3 hours of receipt of ATO/ACO.

4.1.10.11. TBMCS will support the apportionment and allocation of air resources and the development of the Master Air Attack Plan (MAAP) by the Guidance, Apportionment, and Targeting Team (GATT). Threshold:  Complete within 4 hours.

4.1.10.12. Provide the capability to receive and to merge component target nomination lists (TNLs).  Threshold:  Compliant with interoperability KPP (See table B).
4.1.11.  Execute
4.1.11.1.  Provide the capability to control and direct execution of the ABP and ADP. Threshold: 1500 missions/3000 sorties (USAF) and 350 missions/500 sorties (Navy).  Objective:  2000 missions/4000 sorties (USAF) and 400 missions/800 sorties (Navy).

4.1.11.2.  Provide automated assistance for replanning and retasking missions, and creating and disseminating ATO and ACO changes.  Threshold: Generate a valid ACO and ATO change within 2  hours.  Objective: Generate a valid ACO and ATO change within 30 minutes.
*4.1.11.3.  Prepare, disseminate, and receive, via immediate or emergency means, messages of critical importance to current operations.  Threshold:  Display alerts in the appropriate application within 15 seconds (dependent upon communications equipment/systems). Objective:  within 5 seconds.

*4.1.11.4.  Support a JFACC transfer capability between two geographically separated locations.  Transfer should provide for two modes: emergency transfer and planned transfer.  (See paragraph 1.3.1.3.)  Threshold:  Support a phased transfer of system data and organizational control within a 72 hour ATO cycle.   Objective: Support phased transfer of system, data, and organizational control of air operations within 6 hours.
*4.1.11.5.  Provide capability for ASOC to receive, prioritize, manipulate, display, and fill immediate air support requests in coordination with the J/CAOC, Army Corps TOC, and Marine Corps TACC. Threshold:  Support a 5-hour surge of 10 immediate air support requests per hour, over a 24-hour period.  Objective:  Support a 5-hour surge of 20 immediate air support requests per hour, over a 24-hour period.

4.1.11.6.  Provide capability for ASOC to direct and control execution of CAS missions and scramble CAS alert missions from tasked wings.  Threshold:  Scramble order received by tasked unit within 15 seconds (dependent upon communications equipment/systems). Objective:  within 5 seconds.

4.1.11.7.  Targeting requirements for TBMCS are described in the JTT and TCT ORDs (See References).

4.1.11.8.  TBMCS will be compatible with the collaborative tool suite selected for the JAOC by the AOC SDIPT.

4.1.12.  Monitor

*4.1.12.1.  Monitor execution of the ABP.  Threshold:  Display execution status in the appropriate application within 5 minutes of data entry (dependent upon communications equipment/systems).  Objective:  Display status within 5 seconds of data entry.
*4.1.12.2.  Maintain situational awareness on all wing/squadron resources/personnel by having data displayed in the appropriate application.  Threshold:  within 5 minutes of data entry.

4.1.12.3.  Support fully automated transfer of execution status information among all TBMCS operating locations.  Threshold:  Display execution status in the appropriate application within 5 minutes of data entry (dependent upon communications equipment/systems).  Objective:  Display status within 5 seconds of data entry.
4.1.12.4.  In order to provide situational awareness, TBMCS will implement the GCCS common operational picture (COP).

4.1.12.5.  Support creation and dissemination of mission reports (MISREPs).  Threshold:  MISREP will be transmitted to J/CAOC within 5 minutes of data entry (dependent upon communications equipment/systems).  Objective: within 5 seconds of data entry.

4.1.12.6.  Provide capability to receive, process, store and display ISR sensor data and ISR products.  Provide capability to associate new ISR data with existing databases, target folders, ATO tasks, etc.

4.1.13.  Assess (Effects Based Combat Assessment)

4.1.13.1.   Define.  Support the development of air and space objectives, tasks, measures of merit and indicators.  Support analysis of possible enemy reactions to air and space attack to envision the likely end states of JFACC efforts, and identify what, when, and where key indicators or key events will most likely result.   Threshold:  Produce quantifiable, prioritized objectives, tasks, MoMs and indicators.
4.1.13.2.  Monitor.  Monitor the indicators which show effects of air operations on enemy, friendly and third parties (neighboring countries).  Threshold:  Performance as specified for capabilities. Objective:  Performance as specified for capabilities.

4.1.13.3.  Evaluate.  Support analysis of data by comparing observations with expected outcomes to assess progress.  Threshold:  Manual assessment completed within ATO cycle. Objective: Fully automated assessment completed within ATO cycle.
4.1.13.4.  Recommend.  Based on the evaluation, support development of recommendations for updating the air and space strategy. This may include shift priority, shift weight of effort toward air and space objectives, shift phase, initiate branch, etc.  Threshold:  Manual development of recommendations completed within ATO cycle. Objective: Fully automated process completed within ATO cycle.
4.2.  Logistics and Readiness.

4.2.1.  Reliability, Maintainability, and Availability (RM&A) Characteristics. COTS hardware will conform to commercial reliability and maintainability standards. The systems must be available to provide an USMTF compliant message within the ATO planning cycle as dictated by the number of sorties/missions required to support the ABP.  Specific requirements for hardware and software reliability will be captured in the SDIP, but in general, the system must be reliable enough to support the KPPs and these critical J/CAOC operations functions:

· Nominate and prioritize targets for attack.

· Plan the ATO and ACO.

· Transmit/disseminate the ATO and ACO.

Table 1 describes the baseline operational availability thresholds.

	Intel Cell
	0.91



	Combat Plans
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	Combat Ops
	0.94



	USAF Wing
	0.90



	ASOC
	0.96

	Operational Availability (Navy)
	0.96




Table 1:  Baseline Operational Availability
The operational availability will be calculated using the following approach:


Celli Ao = Celli Uptime/( Celli Uptime + Celli Downtime)


Where “i” is an individual cell.


Downtime is when the operator is no longer able to perform required tasks.

4.2.2.  Mobility.  Mobility Readiness Spares Package (MRSP) requirements must be identified during initial provisioning and far enough in advance to be included in the planning, programming, and budgeting cycle.  The MRSP must be developed to support any OCONUS location for 30 days of continuous War Mission Plan-5 operations without resupply (threshold). Systems must be maintainable in a bare base environment without special facilities for maintenance, software loading, special alignment procedures, or specialized equipment beyond hand-held tools (threshold).

4.2.3. System must continue to meet or exceed its operational, logistics, and readiness performance through calendar year (CY) 2007. Equipment items subject to frequent obsolescence or needing a "technology refreshment" must be updated/replaced with current technology on a regular basis and maintain the system’s operational and support capability.   Decisions should consider the Total Ownership Cost and performance capability offered and may take advantage of warranty periods on the refreshed items and disposal returns to reduce overall maintenance costs for those items.
4.3.  Other System Characteristics.

4.3.1.  Operating Environment.  TBMCS must be able to operate in any theater in the world, afloat or ashore.  Due to the extensive use of commercial off-the-shelf equipment for the AIS, this environment will be within the operating conditions specified by the manufacturers of common commercial networking and computing hardware.

4.3.2.  Electromagnetic Interference (EMI).  The equipment will operate compatibly in the electromagnetic environment.  The equipment will be integrated into host platforms and installations to preclude degradation from electromagnetic interference to the maximum extent practical.  The system will be designed to provide protection from power surges and drops.

4.3.3.  Environmental Conditions.  The TBMCS equipment will be operated in a variety of field conditions ranging from tents to fixed facilities.  TBMCS hardware consists of COTS ADPE equipment designed to conform with commercial standards.  Operational units will have the responsibility to properly store and ship equipment in shipping cases, containers, and/or tactical shelters, as appropriate, to protect it from environmental factors such as climate, sand and dust, salt spray and humidity, rainfall and water, and temperature.

4.3.4.  Safety.  Design and development of both hardware and software systems and support equipment should include the latest safety, fire, and health technology and comply with the Occupational Safety and Health Act (OSHA) and Air Force Occupational Safety and Health (AFOSH) standards to the maximum extent possible, consistent with military requirements.

4.3.5.  System Safety.  An effective system safety program will be fully integrated into all aspects of the acquisition effort. 

4.3.6.  Explosives Safety.  Not applicable.

4.3.7.  Industrial/Occupational Safety.  Human factors and safe engineering design concepts will be utilized.  Deployable requirements must be considered.  Weight, lifting, set-up/tear-down and operational ergonomics must be included in the design considerations of the system.

4.3.8.  Nuclear. The TBMCS will remain operational in chemical, biological, and radiological environments and enable the operator to conduct operations in nuclear, biological, and chemical contaminated environments while wearing Military Operational Protective Posture-IV (MOPP-IV) chemical warfare defense ensemble (THRESHOLD). 

4.3.9.  Biological and Chemical. The TBMCS will remain operational in chemical, biological, and radiological environments and enable the operator to conduct operations in nuclear, biological, and chemical contaminated environments MOPP-IV chemical warfare defense ensemble (THRESHOLD). 

4.3.10.  Flight. System must be capable of running on aircraft power to provide a capability while a JFACC or JAOC personnel are deploying forward on an aircraft.

4.3.11.  Energy Management.  The system is required to operate on standard, nominal commercial power (110-120/208/240 VAC, 60 Hz; 240 VAC, 50 Hz, or 230 VAC, 50/60 Hz). Power conditioning and continuation equipment such as uninterruptible power supply (UPS) may be required. 

4.3.12.  Survivability.

4.3.12.1.  System Survivability.  No special requirements.

4.3.12.2.  The system will provide data survivability through such means as data redundancy, data distribution, and data replication.

4.3.12.3.  Power requirements cannot be unique but must be capable of using multiple power sources.  An UPS will be used for orderly shutdown of the system if power is lost.

4.3.12.4.  Modular system operation is required to provide both hardware and software survivability/redundancy and operational flexibility. 

4.3.12.5.  System operation cannot rely on multiple dedicated communication lines.  All information must be capable of being input into the system via any one and/or all of the currently used modes of tactical and fixed communications systems.

4.3.12.6.  Support Infrastructure Survivability.  The system will require no changes to the existing in-place support infrastructure.

4.3.13.  Security.  DoD instructions provide overarching guidance on security policy.  Air Force provides additional guidance for Air Force units and system developers in AFIs.  Each Service must follow Service-unique instructions as they apply to service specific issues.

4.3.13.1  Physical Security.  Physical security measures for the particular work center as an entity will be handled IAW AFI 31-101, "The Air Force Installation Security Program."  Physical security for the automatic data processing equipment at all work centers will also be IAW AFI 31-101.  Tactical camouflage, concealment, and deception (CCD) should be an integral part of TACS unit planning.

4.3.13.2.  Protection of Classified Information.  The handling and storage of all classified information associated with TBMCS must be done IAW DODD 5200.1-R, DOD Information Security Program. To reduce the probability of compromise of classified information, a security classification guide will be published, distributed, and updated with software releases (as appropriate), and will be appended with specific operating unit procedures for system access and security safeguards by the operating units to address all special security requirements which may be specific to the weapon system. All classified information (documents, electronic transmissions, hardware, etc.) pertaining to the system will be provided appropriate levels of protection as required by DoD and Air Force regulations.  Threshold:  Declassification of electromagnetic and optical media will be completed in less than 24 hours.  Objective:  Declassification of electromagnetic and optical media will be completed in less than 1 hour.

4.3.13.3.  Communications Security (COMSEC).  COMSEC will be maintained through the use of available secure networks.  

4.3.13.4.  Computer Security (COMPUSEC).  Sensitive information will be protected, and the integrity of critical processing methods will be ensured IAW AFI 33-202, Computer Security.  TBMCS will be accredited from a system level IAW DODI 5200.40, DoD Information Technology Security Certification and Accreditation Process (DITSCAP). Attention must be given to physical protection of classified media, information, and processing equipment.  System connectivity must take into account the classification level of each system, and appropriate controls must be applied to every system and the interconnecting networks.  Protected distribution system or encryption must be used for all classified communications outside of controlled areas.  Risk analysis, operating approvals, and other requirements of AFI 33-202 must be predefined for both operational systems and support facilities to ensure compliance in-garrison and to facilitate future determination at any deployed location.

4.3.13.5. Emanation Security (EMSEC).  The objective is for system equipment to meet EMSEC evaluation criteria IAW AFI33-203.  Physical protection and separation will be maintained until EMSEC certification is achieved.  Special attention will be paid to overseas locations due to inspectable space considerations and special equipment may be needed to meet EMSEC criteria.

4.3.13.6.  Electronic Counter-Countermeasures (ECCM).  The Air Intelligence Agency (AIA) will develop electronic warfare (EW) susceptibility and vulnerability data.  C4I systems will incorporate ECCM (as required) to overcome identified vulnerabilities.

4.3.13.7.  Spectrum Dependency. Frequency (RF) Spectrum Certification and Operations.  Electromagnetic Environmental Effects (E3) and Spectrum Supportability for all TBMCS-II systems and equipment will be addressed for all proposed areas of operation, especially for foreign areas.  All RF radiating devices onboard will have needed frequency interoperability capabilities and will comply with national and international spectrum allocation rules via DD Form 1494 (Application for Equipment Frequency Allocation).  All RF emitters must be U.S. Military Communications Electronics Board (USMCEB) spectrum certified and have host nation support to attain Full Operational Capability (FOC).

4.3.13.8.  Software Engineering.  System development must conform to open system standards to facilitate the integration and interoperability with other component-level systems, and utilize the Standards and Guidance for Developing TBMCS Applications Software located on the CAF C2 SPO public web site, and should be compliant with the DoDIIS reference model for intelligence interfaces.  This program will use rapid prototyping for initial development and transition to an evolutionary acquisition approach for the life cycle of the system.

5.  Program Support.  

Joint Potential Designator:  TBMCS is joint interest.

5.1.  Maintenance Planning / Maintenance Concept.

5.1.1.  System(s)/Maintenance Interfaces.  TBMCS will maintain complete operational efficiency and compatibility between system/subsystem/maintenance systems throughout the capability life.  MIL-PRF-49506 performance requirements for logistics management information will identify interfaces and performance between the system end item, the support systems, and module additions.  It will be clarified early before design with "performance based supportability" analysis and routinely thereafter.

5.1.2.  Depot Maintenance. The depot level source of repair for new items peculiar to the Air Force inventory will be as determined through the Source of Repair Assignment Process (SORAP).

5.1.3  TBMCS Integrated Logistics Support Plan (ILSP).  The ILSP date 20 Oct 99 specifies a mix of organic and contractor logistics support (CLS) technicians to perform on-site maintenance (organizational level).  CLS system administrators support will be based on mission requirements and cost efficiencies.  Single Service Logistics Support Management (SSLSM) is the CLS vehicle for maintenance and repair.  A contractor manned help desk will assist users with TBMCS software applications and assist in the identification of issues.  Each service is responsible for the life cycle support of its hardware.

5.1.4.  Contractor Logistics Support (CLS).  Contractor Logistic Support for the TBMCS program is currently provided by the Single Service Logistics Support Manager (SSLSM) contract which is managed by Warner Robins (WR-ALC/LKJL).  The current SSLSM contract, Intelligence Information Processing and Production (I2P2), offers “One Stop” support for H/W. The contractor is GTE.  The Intelligence Information, Command and Control, Equipment and Enhancements (ICE2) contract will replace the SSLSM contract by the end of FY 01. Users working through designated representatives at the USAF MAJCOMs can task the SSLSM contractor via “on-call” or “on site support.  Additional information is provided in the TBMCS ILSP (see references).

5.1.5.  Interim Contractor Support (ICS).  In an effort to assist with site activations the TBMCS Integration Contractor will provide the following ICS:

5.1.5.1.  Three ICS engineering teams (one senior system administrator/database administrator (SA/DBA), one SA/DBA, and one Ops engineer) to provide on-site technical support for selected service and joint exercises at selected locations.

5.1.5.2.  ICS site activation support for Computer Support Squadron (CSS) personnel on-site during Force-level installations of TBMCS software at selected locations.

5.1.5.3.  ICS Site Activation Support for CSS personnel on-site during wing resource installations of TBMCS software at selected locations.

5.1.6.  Help Desk Support.  TBMCS help desk support is provided at a three tier level concept.  Tier 0 is the Wing NCC (or force level NCC equivalent) after the operator, WGM, or FSA cannot resolve the outage.  Tier I is the MAJCOM NOSC. Tier II support will be located at the Integration Contractor facility. 

5.1.7.  Software Maintenance Concept.  Because TBMCS will be spirally developed and maintenance patches will be integrated by the software developer and distributed in software releases, the software maintenance concept will be the same as the software development concept. 

5.1.8.  Training Concept.  The objective of TBMCS training is to attain and maintain the capability to operate and administer the system.  A secondary objective is to develop advanced skills that facilitate increased effectiveness of the system and the personnel who use it.  This is accomplished by a combination of Type 1 training, formal course sustainment training, and job site position training. All Services are provided training consistent with TBMCS applications they will utilize. Follow-on or On-the-job training is a Service requirement.  The full implementation of the CSAF C2 Warrior Initiative; compliance with AFI 13-109, Volume 1, Ground Environment Training - AOC; publication and implementation of AFI 33-115, Volume 2, Certifying Network Professionals; and formation of the Air Expeditionary Force (AEF) directly impacts who and what must be trained.  The following paragraphs outline the training that will be provided to support implementation of TBMCS II and subsequent increments. 

5.1.8.1.  Contract/Software Integrator Training.  The TBMCS integration contractor will provide installation setup and system training to each MAJCOM and service installation team, TBMCS course developers, testing and evaluation personnel, MAJCOM TBMCS trainers, and joint participants, as necessary. ACC, USAFE, PACAF, AMC, AFSOC and other service personnel designated by their command as TBMCS trainers will receive basic instructor training prior to attending integration contractor provided training.

5.1.8.2. Type 1 Training.  Limited initial cadre training will be provided to operators and 

administrators via mobile training teams based on train-the-trainer concept.  Again, training is targeted for experienced operators and system administrators.  The depth of training will include scenario-based training and familiarization with basic screen functions, system administration setup troubleshooting with limited problem sets, and software users manual (SUM) referrals.  On-line help will be emphasized.  Those individuals receiving Type 1 training will return to their home unit and set up training programs to train remaining personnel.  The TBMCS II Integrated Master Schedule - Training can be obtained through the USAF Combat Air Force Command and Control System Program Office (CAF C2 SPO) web-site (https://cafspo.hanscom.af.mil).  

5.1.8.3.  Force level Operator Training (Operations and Planning).  Force level training includes the functionality required to perform in a J/CAOC.  Operator training will consist of three separate tracks: Operations, Plans, and unique Intelligence applications.  Type 1 training will be provided in a computer laboratory environment and will highlight the changes subsequent to TBMCS I.  This training will encompass a train-the-trainer concept and will introduce tools including instructional media that will supplement training at the users' location.  The force level Mobile Training Team (MTT) will consist of a five-person team and provide 10 days of training at each site.  The trainers will then train other members of their command in conjunction with the fielding of the TBMCS II software.

5.1.8.4.  Unit Level Operations Training.  The installation team at each site will provide Type 1 training.  Training will include a train-the-trainer concept and will introduce tools including instructional media that will supplement training at the users' location.  Training at the user location will be provided in conjunction with installation assistance.

5.1.8.5.  Force and Unit level Intelligence User Training and Performance Support.  The AF TBMCS Intelligence Training Requirements Working Group (ITRWG) and the AF TBMCS PC-I3 Training Planning Team (TPT) will develop the training and performance support concept and requirements for force and unit level intelligence user respectively.  Training plans, schedules, and appropriate documentation for each TBMCS PC-I3 function will be developed and published, in coordination between HQ ACC/INFM and AETC.  A review of training requirements will be accomplished at least annually, through the formal Training Planning Team (TPT) and Utilization and Training Workshop (U&TW) processes.  The following training requirements must be met:

1. System deployment and fielding training.

2. System sustainment training.

3. Intelligence user administration and maintenance training

4. The ITRWG/TPT (hereinafter referred to as TPT) will determine the development parameters, conduct of training and requirements for a Task and Skills Analysis (TASA) or Master Training Task List (MTTL) to address the intelligence functional area IAW AF Pamphlet 36-2211, Guide for Management of Air Force Training Systems.  The principal operating command will chair the Training Planning Team/ITRWG IAW AF Pamphlet 36-2211 and will initiate the PC-I3 System Training Plan and contribute to applicable portions of the TBMCS System Training Plan, which will also establish specific training equipment requirements.

5.1.8.5.1.  Force Level Intelligence User Training.

5.1.8.5.1.1.  Fielding Training.  Force level intelligence user training and performance support for TBMCS deployment and fielding will be provided by AETC (or designated training agency) IAW AFI 36-2201. This training will be developed using the Instructional System Design process and will cover all required operational and maintenance tasks.  Tasks which require training/performance support will be documented using the Master Training Task List (MTTL)/Task and Skill Analysis (TASA) IAW AF Pamphlet 36-2211.  To the maximum extent appropriate, primary means of delivery for training and performance support material will be via distributed learning

5.1.8.5.1.2.  Sustainment Training.  The designated training agency(ies), will develop sustainment training for force level intelligence users (using material developed for deployment and fielding).  The ITRWG will determine the training requirements and required student throughput IAW AFI 36-2201 and AF Pamphlet 36-2211.  Based on recommendation of the TPT and approval of the applicable AF Career Field Manager, AETC amend initial skills/AFSC-awarding courses and develop/revise supplemental training.  Comprehensive online performance support and operational procedure documentation will be provided by the designated/applicable agency.  The IRTWG will determine when/if training will be revised for a software release.  

5.1.8.5.2.  Unit-Level Intelligence User Training.  

5.1.8.5.2.1.  Fielding Training.  Unit level intelligence user training and performance support for TBMCS PC-I3 deployment and fielding (spiral development) will be developed by HQ ACC/INFM, as the designated USAF Center of Excellence for Unit Level Intelligence Systems Training. This training will be developed using the Instructional System Design process and will cover all system specific facets of TBMCS PC-I3 to include system operation, as well any required user administration and maintenance.  The primary means of delivery for this training and performance support material will be via distributed learning

5.1.8.5.2.2.  Sustainment Training.  315TRS, as the designated training agency, will develop sustainment training for unit level intelligence users (using material developed for deployment and fielding).  The TBMCS PC-I3 TPT will determine the training requirements and required student throughput IAW AFI 36-2201 and AF Pamphlet 36-2211.  Based on recommendation of the TPT and approval of the applicable AF Career Field Manager, AETC amend initial skills/AFSC-awarding courses and develop/revise supplemental training.  As a minimum, training will delivered via task-oriented, criterion-based instruction, applicable support material and self-paced training to familiarize the student with the fundamentals of TBMCS PC-I3 in the AFSC-awarding/entry level courses for the 14N3 and 1N0X1 AFSCs.  Comprehensive online performance support and operational procedure documentation will be provided by the designated/applicable agency.  The TPT will determine when/if training will be revised for a software release.  

5.1.8.6.  System Administrator Training.  Type 1 training will be provided and will highlight the changes in subsequent TBMCS versions.  The training will consist of system building and limited troubleshooting with problem sets and computer based training (CBT).  The time allotted will depend on the size, scope, and complexity of the new version. Training will encompass a train-the-trainer concept and will introduce instructional media tools to supplement training at the user's location.  Unit trainers will then provide training to other command personnel in conjunction with fielding of TBMCS II and subsequent versions.  Formal system administration training will be conducted at the USAF Command and Control Warrior School Joint Aerospace System Administrator Course.

5.1.8.7.  ASOC/DASC Training.   TBMCS will provide initial/delta field support, operator and system administrator training, initial hardware and software support and exercise planning and support for the initial/delta fielding.    ESC and MAJCOM representatives have developed a separate ASOC Fielding/Training Plan to include hardware maintenance training.

5.1.8.8.  Sustainment Training.  ASOC/DASC will receive initial/delta field support, operator and system administrator training, initial hardware and software support and exercise planning and support for the initial/delta fielding.   Formal courses required to sustain the trained cadre of operations and system administration personnel will be provided by the USAF Command and Control Warrior School or through alternative methods such as computer-based training or distance learning.

5.2.  Support Equipment.  

The following sections define the standard support equipment to be used by the system.

5.2.1.  Automated Test Equipment.  No unique automated test equipment is planned for TBMCS.

5.2.2.  Power Requirements.  TBMCS equipment must operate on power sources in garrison and from standard military field power-generating equipment.  The use of available commercial power sources must be considered where applicable.  When connecting equipment in all theaters, the user must have the capability to safely detect a potentially hazardous condition.

5.2.3.  Organization Support Equipment.

5.2.3.1.  Support equipment for organizational on- and off-equipment maintenance will be kept to an absolute minimum.

5.2.3.2.  Specialized support equipment will not be required unless it is proven to the Government that its use is the most cost-effective approach for life cycle support.  Common hand tools must be standardized and reduced to the maximum extent possible for on- and off-equipment maintenance and servicing actions.  The maintenance design will maximize modular components for rapid replacement.

5.2.3.3.  Support equipment must be operable using the same power source and in the same environment as the mission equipment, including the necessary plugs, power outlets, extension cords, etc.  The power source must be capable of operating the mission and support equipment concurrently.

5.3.  C4I/Standardization, Interoperability, and Commonality

5.3.1.  Communications Systems.  TBMCS will be interoperable with Modular Control Equipment (MCE), Ground Mobile Forces (GMF), Theater Deployable Comm (TDC), and TRI-TAC communications equipment, as well as Defense Information System Network (DISN) equipment.

5.3.2.  Standardization.  Procedural and technical interface standards will be incorporated into the TBMCS design to ensure interoperability with all other systems with which it must interface.  Standards as described throughout this ORD will be met.  As new standards are adapted, migration plans will be developed and jointly coordinated to minimize loss of interoperability during transition.  Some of these standards are:

5.3.2.1.  Procedural.  TBMCS will implement the MIL-STD-6040 USMTF standards.  The database will be structured to use the sets and fields contained in the appropriate USMTF message sets. Standard symbology will comply with MIL-STD 2525B. There are on-going efforts by the US and NATO to harmonize USMTF messages with the Allied Data Publication no. 3 (ADATP-3) message set.  The standard for tactical digital information Link-16 (TADIL-J) is MIL-STD-6016.  The standard for Link 11 (TADIL-A) and Link 11B (TADIL-B) is MIL-STD-6011.  The standard for Interim JTIDS Message Specification (IJMS) is D/4.  The JSAO SCCB will determine message standard baseline.  TBMCS will implement IBS common message formats.

5.3.3.  Interoperability and Commonality.  TBMCS operations require data transmission, reception, processing and sharing with, from, or to Air Force, Army, Marine Corps, Navy, CJTF, and NATO/Coalition/Combined forces.  TBMCS must be able to interface with the Navy, the Army, the Air Force, and the Marine Corps, and CJTF C2 systems (GCCS) per agreed ICDs and IRSs. As service systems evolve, TBMCS will (in the future) be capable of sharing and hosting mission applications by integrating these applications through the COE.  This will ensure future interoperability and cross-functional capabilities for joint operational implementation.  TBMCS will interface to compatible allied/coalition systems when deployed worldwide. The TBMCS program should provide for the integration of intelligence, space, and other domain-specific capabilities developed by outside agencies. TBMCS will comply with the DoD JTA, JTA-AF, and Defense Information Infrastructure Common Operating Environment (DII COE).   

5.3.4.  Version Compatibility.  TBMCS will provide backward/forward version compatibility as coordinated through the JSAO SCCB. Each new releasable software version may involve changes to the software or hardware architecture, system services, application program interfaces, databases, etc.  In order to ensure interoperability and continued support for existing capabilities, TBMCS will mitigate the impact of these changes by:

· Using the joint and services approved architectures and standards.

· Extensively coordinating changes with impacted programs.

· Providing data migration tools.
· JITC conducting interoperability certification testing.

5.3.5.  Modeling and Simulation.  TBMCS procedural and technical interface standards will include the capability to interface with exercise, training, modeling, and simulation systems such as the Joint Simulation System (JSIMS) and its National Air and Space Model (NASM).

5.4.  Computer Resources.

5.4.1.  Computer Resource Design.  Computer resources must be designed to accommodate the fundamental concepts associated with TBMCS:  the use of an evolutionary acquisition strategy, rapid prototyping, extensive user involvement, and integration of commercial off-the-shelf (COTS) and Government off-the-shelf (GOTS) components and existing software packages.  Off-the-shelf solutions impose no inherent limitations to meeting mission requirements; however, extensive adaptation of such software may be required to achieve compliance with DII COE and compatibility with other TBMCS applications, databases, and security constraints.   The system design will use industry and service standards in all areas possible and be compliant with design and specification standards set by the TBMCS SDIPT for software development and hardware procurement.

5.4.2.  The software system must be designed to ease portability from one platform to another (supporting evolutionary hardware growth), and promote smooth integration of new applications (supporting evolutionary software growth).  To do this, TBMCS hardware and software must comply with and/or support regulated, industry, or service standards for open (non-proprietary) systems and those set forward by the JTA and the JTA-AF. Software changes that have a potential to affect other service hardware configurations will be coordinated through the JSAO SCCB.

5.4.3.  Integration of existing, and development of any new computer resources will follow DOD 5000-2, "Defense Acquisition Management Policies and Procedures.”  Software design will emphasize maximum module cohesiveness with minimal coupling.  Accepting government-furnished software (GFS) developed under different regulations and standards will be handled on a case-by-case basis.  The TBMCS integrator will standardize all documentation where possible.  Throughout the design phase, an active independent verification and validation (IV&V) agency must review all design documentation, schedules, and attend reviews as appropriate.  Management tools will provide information to allow monitoring of software development.

5.4.4.  The integration of support software will also comply with the basic TBMCS design precepts, emphasizing modularity, functional grouping, and maximum use of off-the-shelf software.  CAF-wide integration requires that software integrators avoid proprietary software or custom-built software where off-the-shelf software, either commercial or government, can provide similar capabilities.

5.4.5.  In order to meet RM&A requirements described in 4.2.1, the system architecture will support the archiving and restoration of critical operating data, to include both on-site and off-site storage.

5.4.6.  To use the myriad of communications media available to TBMCS (AUTODIN (until replaced by DMS), DMS, SIPRNET, TRI-TAC, GBS, voice, TADIL, etc.), the system hardware must be able to interface with communications devices pertinent to the particular media.  Although specific devices will be determined through implementation, the system must be able to interface to devices such as routers, digital and/or analog modems, data terminal sets, multiplexers, circuit switches, etc.

5.4.7.  All software deliveries will be free of unauthorized patches and mission-critical problems.  Any test software and equipment required to load and configure software will be provided with the delivered system.  Software will be loadable on the system in the field without removal of any line-replaceable units (LRU).

5.4.8.  A hardware migration path will be identified that will accommodate expected growth in capabilities through the hardware life cycle.  Threshold:  For processing components: a 100% increase in memory and processing capacity with minimum change to software.  For local area networking components: a 100% increase in throughput with minimum changes to software.

5.4.9.  In support of Information Assurance (IA), TBMCS will implement X.509 version 3 compliant digital certificates, and will be integrated into the DoD Public Key Infrastructure (PKI).

5.4.10.  TBMCS will process information at varying classifications, from Unclassified through Top Secret to include NATO and multi-national classified and releasable information.  It will also support users with varying clearances, and connect to systems at various classification levels.  It will also support users with varying clearances and of other nationalities.  It will interoperate with systems at various classification levels, controlled and operated by other services, and other nationalities.  Initially TBMCS will operate at System High mode of operations, where each user is cleared for the highest sensitivity level of the data to be processed.  Technology will be provided (ranging from manual transfer through automated security guards) to provide secure information flow between classification levels.  Multi-level security or type enforcement technology will be integrated into TBMCS as it becomes available. TBMCS will comply with processes and procedures to obtain a system level accreditation.

5.4.11.  TBMCS Software must be releasable to foreign nationals.  Threshold:  All software required to support capabilities described in sections 4.1.10 through 4.1.13 will be releasable IAW “National Disclosure Policy (NDP-1)”.  Objective:  All TBMCS software will be releasable IAW “National Disclosure Policy (NDP-1)”.

5.5.  Human Systems Integration (HSI).

HSI considerations must be based on a review of the mission need, HSI requirements of the previous system(s), and available information for existing analytical processes.  All seven elements of AF HSI program will be considered in all phases of design and development.  Interaction of these elements will be addressed in the Human Systems Integration Plan (HSIP). The seven Human Systems Integration elements must be optimized for total systems performance and reduce total operational cost.  The seven elements are Manpower, Personnel, Comprehensive Training, Safety, Health Hazards, Human Factors, and Personnel Survivability.

5.5.1.  Manpower and Personnel.  Enlisted personnel and officers assigned to support CAF, J/CAOC, ASOC, sea-based JFACC, Marine Corps TACC and DASC, and wing operations will operate TBMCS.  Operations, maintenance, and software support manning will be required, with a goal of no net increase in manpower.  Any new manpower will have to be vetted through the corporate process (i.e., new requirements must be brought into the POM).  Manpower adjustments will be worked in conjunction with other force structure changes.  Requirements for Air Force Specialty Codes (AFSC) will be modified, as required.  Remote workstations or those remotely tethered via dial up or wide area network will require no dedicated, full-time local system administrator to install, configure, and connect to TBMCS servers. Remote operator training is provided per section 5.1.8.
5.5.2.  Comprehensive Training.  The Training Planning Team (TPT) will develop the training support concept from system development through deployment and life cycle sustainment.  The Joint Air Operations Training Planning Team (JAOTPT) will guide joint air operations training, based on the Increment 1 release to ensure interoperability under the existing JFACC guidelines.  The goal is to provide a comprehensive training approach including schoolhouse, training teams, and local site training aids to include video and computer-based training materials for both Air Force and joint training.  The TPT is responsible for directing the development and conduct of each phase of training, training analysis, and formulation of the Air Force System Training Plan (STP).  The JTPT is responsible for developing a Joint System Training Plan (JSTP) for air operations.  The development contractors, integration contractors, and vendors providing the commercial systems will conduct initial systems training.  ACC will coordinate with other commands and services training providers to establish formal and recurring joint training requirements and subsequent course development.  System training for pre-production fielding will be provided to an initial cadre of personnel, who will in turn provide follow-on training to others.  Initial, formal, and recurring training requirements by location, type AFSC, and fiscal year will be specified in the STP and JSTP.

5.5.3.  Human Factors. The human/system interface must consider, but is not limited to: human characteristics, anthropometry, biomedical factors, workload reduction, cognitive capabilities and limitations, job facilitation, performance aiding, control and display integration, automation, perceptual cueing, etc. This includes its operators, maintainers, sustainers, trainers, and other support personnel.

5.5.4.  Safety and Health Hazards.   Identified safety risks and health hazards will be eliminated, minimized, or controlled to acceptable levels within cost, schedule, and performance constraints. Safety and Health Hazard requirements can be found in paragraphs 4.3.4. through 4.3.7.

5.5.5.  Survivability.  The system must not increase the probability of detection. The system must not reduce the probability of survivability over the current system.  Total system survivability requirements can be found in paragraph 4.3.12.

5.6.  Other Logistics and Facilities Considerations.

5.6.1.  Packaging, Handling, Storage, and Transportation (PHS&T).  All TBMCS equipment, spares, technical data, tools, and support equipment will be air and surface transportable for Type III mobility at the J/CAOC and unit level and Type V mobility at the ASOC As a goal, mobility requirements will not increase over those for the current system.  System modularity will allow mobility savings when only a portion of the system is deployed.  TBMCS must be able to be packaged and transported by railroad, truck, ship, and aircraft.  It will be capable of being transported aboard organic Air Force trucking (according to appropriate mobility-type ratings), shipping, and on/off loaded from prime movers organic to the Air Force.  Dormant reliability is the percentage of time equipment will perform its intended purpose after storage.  Equipment should be stored in conditions meeting applicable manufacturer or MILSPEC storage.  Equipment should be stored in rigid, reusable, fire retardant, waterproof and water vapor-proof transit/storage cases.  After 30 days of storage, the system when configured should be capable to support operations with a 99% probability.

5.6.2.  Supply Support.  Spares support, including readiness spares packages (RSP) and special level items, will be supplied and funded by the program.  RSP will consist of critical items in sufficient quantities to support a 30-day deployment.  Candidates for RSP and initial spares support list (ISSL) items will be selected at the formal provisioning conference.  TBMCS spares will not be duplicated within the RSP and ISSL unless the consumption data supports the requirement.  Initial spares, critical spares, and RSP should be determined via a COTS provisioning conference utilizing a COTS LSA strategy and COTS original equipment manufacturers’ (OEM) MTBFs.  The ISSL will contain those spares where consumption data supports a duplicate requirement. 

5.6.3.  Technical Data. The operators and maintainers must have spares, software tools, and equipment, or alternatives so that operations may continue throughout the life of the program, whether current suppliers exist or not.  System developers must be assured that interface and design information is available for upgrades.  There should be long term access to data required for competitive sourcing of systems throughout the life cycle of the system.  Engineering data will be acquired in accordance technical orders (TO) 00-5-1 and TO 00-5-3.  COTS technical date references included and AFI 21-403, “Acquiring Engineering Data,” 18 Mar 94.  Acquired engineering data will support maintenance, modification, engineering, test, requisition of spares, and other logistics functions.  An Engineering Data Management Plan will be developed.   Any new technical orders created for this system will be provided in non-proprietary, fully tagged Standard Generalized Markup Language (SGML) suitable for residing in Joint Computer-aided Acquisition Logistics System (JCALS).   Existing contractor tech data will be reviewed for suitability for Air Force technicians and operators and a decision made for inclusion in the Air Force TO system. Such tech data is not required to be in SGML, but must adhere to the industry standard ATA 100 or 1000.  Other formats may not be compatible with the Air Force Technical Manual Architecture.  A joint Air Force/integration contractor validation and verification of technical orders (TO) and technical data will occur after the initial fielding of pre-production systems.  Methods for independent verification (IV) for each type of publication will be developed and outlined in the TO verification plan, which must be approved by the Air Force prior to beginning verification.

5.6.4.  Major considerations during validation will be technical accuracy, operational suitability, maintenance concept, contractor predictions, and manpower.  Operational suitability of the data will be weighed equally with technical accuracy.  Technically accurate data, which is not operationally suitable, is as ineffective as technically incorrect data.

5.6.5.  The implementing, supporting, testing, and using commands and the contractor will all participate in verification.  Verification will measure technical accuracy, operational suitability, and contractor's maintainability projections.  Follow-on verification must be accomplished using verified preliminary TOs with initial verification changes incorporated.

5.6.7.  Logistics Support Analysis (LSA).  Provide item sustainment data and analysis that will identify, quantify, and provide for delivery of the system support items prior to the readiness activation dates.   Provide Support Analysis data and sustainment data IAW MIL-PRF-49506, as the basis for informed support design decisions that can reduce total operational costs and shall identify, quantify, and provide for delivery of the system support items prior to the readiness activation.

5.6.8.  Hazardous Materials.  Hazardous cargo items included in the system must be identified for transportation. During the design phase, minimize the need for hazardous materials in the production and operation of the system.  Ensure proper disposal of hazardous materials is included in logistics plans.

5.6.9.  Computer-Aided Acquisition and Logistics System (CALS).  CALS will be assessed for cost savings and technical data reduction.

5.7.  Transportation and Basing

5.7.1.  Mobility.  TBMCS software and hardware will be easily deployable from one theater to another.  Force level TBMCS will be implemented as defined, tailorable, scaleable J/CAOC configurations as determined by requirements levied by tasking authorities.  Unit level TBMCS will be implemented as scaleable configurations to support deployment of the entire wing, individual squadrons, or elements of a squadron. 

5.7.2.  Packaging Characteristics.  TBMCS will be packaged transportable by all standard tactical means including truck, ship, railroad, and aircraft. Equipment length, width, height, cube, and weight markings must be stenciled on containers/equipment for airlift.  ADP workstation and communications equipment must be packaged in enclosed units/transit cases that support rapid set-up, tear-down, in a sheltered and non-sheltered configuration.  The packaged components will include:

· Operator console units with real-time and static visual displays and printers.

· Data processors, mass storage devices, and attendant software to support automation.

· Input/output control equipment and units.

· Digital message exchange equipment.

· Communications and communications security (COMSEC) equipment required for local terminals and processors.

· Prime power interface equipment.

· Physical storage facilities for spares.

5.7.3.  TBMCS equipment must be designed so that Air Force personnel can operate and maintain it to the LRU/circuit card assembly (CCA) level.

5.7.4.  Transport Modes.  The TBMCS equipment will be capable of being transported by railroad, truck, ship, and aircraft.  TBMCS equipment will be put in transit cases and loaded on standard AF (HCU-6/E) pallets for transport.  Equipment should be capable of being transported via aircraft to an unpressurized altitude of 40,000-ft.  Equipment for the wings and squadrons will most likely be transported in transit cases.

5.7.5.  Basing. The system will require no additional basing equipment.  The system should be capable of operating at ambient altitude of 10,000 ft. above Mean Sea Level (MSL).

5.8.  Geospatial Information and Services.  

All TBMCS applications will use National Imagery and Mapping Agency (NIMA) and Digital Topography Data (DTD) joint service mapping standards to ensure interoperability with other systems.  Geographic mapping and gridding functions will be based on, but not limited to, Universal Transverse Mercator (UTM) and latitude/longitude coordinates referred to by the World Geodetic System 1984 (WGS-84).

5.9.  Natural Environmental Support.

TBMCS requires base, enroute, and target environmental data for theater areas of concern.  Threshold: The system shall be capable of readily importing and using AF standard weather, oceanographic, and astrogeophysical data and products.  Objective:   The system shall be capable of readily importing and using DoD standard weather, oceanographic, and astrogeophysical data and products.

The specific sources and types of data will be defined for each increment or block in the SDIP

6.  Force Structure.

6.1.  Initially, TBMCS will be fielded to AOCs, Navy Command Ships, Navy Aircraft Carriers (CV/CVN/CVX), Amphibious ships (LHA/LHD), Marine Corps TACC and DASC, Flying Units, training and field support units and who had used WCCS and CIS.  

6.2.  TBMCS will be used to upgrade:  Six ASOCs:  Two ACC ASOCs: (682 ASOCS, Shaw AFB and 712 ASOCS, Fort Hood, Texas); 2 ACC-gained ASOCs (111 ASOCS, Camp Murry, WA; 182 ASOCS, Peoria, IL); 1 USAFE ASOC (4 ASOC, Mannheim, Germany); and 1 PACAF ASOC (604 ASOC/SQ, Camp Red Cloud, Uijongbu, Republic of Korea).  In addition, TBMCS will be fielded to/used to upgrade: HQ NORAD (Peterson complex to include Cheyenne Mountain Operations Center and the NORAD Operations Center);  Regions:  Alaskan NORAD Region (ANR), Elmendorf, AK; Continental United States NORAD Region (CONR), Tyndall FL, Canadian NORAD Region (CANR), Winnipeg, MB;  Sectors:  Canadian Air Defense Sector, North Bay, ON, Northeast Air Defense Sector (NEADS), Rome, NY, Southeast Air Defense Sector (SEADS), Tyndall AFB, FL,  Western Air Defense Sector (WADS), McChord AFB, WA.; Fighter wings CONUS: 125FW Jacksonville, FL, 177FW Atlantic City, NJ, 102FW Otis, MA, 158FW, Burlington,VT; 148FW Duluth, MN, 119FW Fargo, ND, 120FW Great Falls, MT, 142FW Portland, OR, 144FW Fresno, CA, 147FW Ellington, TX;  CONUS Alert Detachments: Homestead, FL, Langley, VA, March, CA, & Tyndall, FL;   Fighter wings ANR: 3rd Wing at Elmendorf;  Forward Operating Locations (FOLs): King Salmon, Galena & Eielson;  Fighter wings CANR:  4 Wing at Cold Lake, AB; & 3 Wing at Bagotville, PQ;  FOLs include: Iqaluit, Rankin Inlet, Inuvik, Yellowknife;   CANR Deployment Operating Bases: Goose Bay, NFLD; Gander, NFLD; Greenwood, NS; Comox, BC.
6.3.  CAF and CAF-gained flying wings and squadrons will be provided unit level TBMCS software and appropriate hardware.  The hardware will be transit case mounted for mobility.  The following are the planned locations for unit level upgrades and installations through FY07:

· 15 March 01 - Unit Level Web-Enabled Retrofit (Seymour Johnson, Davis-Monthan, Mountain Home, Spangdahlem., Lakenheath, Langley, Kunsan, Dyess, Misawa, Aviano, Osan, Kadena, Whiteman, Eielson, Shaw, Barksdale, Hurlburt, Ellsworth, and Elmendorf.

· FY01 Canon, Holloman, Mildenhall, and Yokota

· FY02 Minot, Hill, Anderson, and Offutt

· FY02 Moody, Hickam, Eglin, and Nellis

· FY04 Incirlik, Tinker, Harrisburg, and Robins

· FY05 Beale, Keflavik, Ramstein, and Reserve

· FY06 Reserve, Reserve, Reserve, and Guard

· FY07 Reserve, Guard, Reserve, and Guard
6.4.  Other TACS elements currently using CTAPS remotes will be supplied with TBMCS remotes.

6.5.  Additional (GFE) equipment will be required for development contractors’ facilities.

6.6. Other C2 centers are under study for potential TBMCS configuration.

7.  Schedule.  

The TBMCS program will consist of two phases.  Phase I is the migration from CTAPS/WCCS/CIS to TBMCS 1.0.1 and is expected to be completed by the end of CY2001.  The completion criteria for Phase I are the successful completion of the MOT&E event and the acceptance of TBMCS 1.0.1 as the system of record for C2 in the J/CAOC.  Phase II implements additional functionality and continued compliance with current versions of DII COE and USMTF formats.  This phase will reduce system hardware footprint by incremental transition of capabilities to web-based applications.  This phase will also begin transition to  Joint Battlespace Infosphere (JBI) which is the enabling technology for information dissemination management.  Phase III, FY03/04, will complete the incorporation of the capstone requirements as stated in the IDM and GIG CRDs.  .  For each releasable software version , IOC will be declared when that increment is declared system of record and one theater cutover has been completed.  For each releasable software version, FOC will be declared when that increment is fully fielded and operational in all theaters.

7.1.  The following capabilities will be complete at the end of Phase I:

7.1.1.  J/CAOC.  Automated ATO/ACO processing.  Automated TNL processing.

7.1.2.  ASOC.  Phase II represents the initial operating capability for the ASOC.

7.1.3.  Unit.  A robust force/unit level interface.  Integrated aircraft/aircrew scheduling.

7.1.4.  TCT.  See TCT ORD.

8.  Program Affordability

8.1.  With  the first phase complete, the successive phases will consist of added functionality identified by the users and warfighters as well as continued compliance with downward directed programs such USMTF and DII COE.  The downward directed program version implementation will be a jointly agreed decision based on Information Exchange Requirements and system interoperability requirements.  The existing program funding includes hardware to take advantage of additional functionality, software licenses and maintenance, and contractor support.  Currently, more than fifty per cent of the software budget is going toward the two compliance applications.  The TBMCS using community and ESC, in coordination with Joint Staff and DISA, will investigate ways of reducing the costs of DII COE and USMTF compliance, and mitigate the migration costs of moving between DII COE and USMTF versions.


8.2.  Licensing Costs.  In order to reduce licensing costs and improve interoperability, TBMCS will factor in the availability of Air Force enterprise licenses when making cost/functionality tradeoffs in selecting COTS products.

8.3.  Funding profile (in millions).

       * Extract of program baseline data.
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Appendix C:  List of ORD Supporting Analysis

The basis for the TBMCS operational requirements rests upon requirements analysis performed by TAC/DRI, TAC/DRC, and TAC/IN in developing the operational requirements for WCCS, CTAPS, SENTINEL BYTE, and CIS.  These, in turn, were developed by absorbing requirements from MAJCOM unique C2 systems such as the Computer Assisted Force Management System (CAFMS), TACC Automation (TACC Auto), Alaskan Command and Control System Military Automated Network (AC2SMAN), Central Region WCCS, and the Wing Operations Management Information System (WOMIS).   

These requirements were revalidated, clarified, and extended by AC2ISRC as part of an on-going analysis of the planning/execution cycle from recent contingencies as well as C2 shortfalls brought to light by formal exercises (e.g. Blue Flag, Local Salty Nation) and formal experimentation (JWID, JEFX).   We reviewed existing studies and analyses, including “Intelligence Requirements Survey, Phase II,” HQ AFIC, 28 October 1992 (SECRET), “C2ISR Critical Capabilities: An extension of the AF Strategic Plan (AFSP)Volume III and an annex to the C2ISR Campaign Plan,”  24 August 2000 (draft), and “Combat Operations,” HQ USAF/SC, July 1998 (SECRET).   In addition to the analysis of operational data, AC2ISRC maintains a database of Baseline Change Requests (BCRs), which is the individual system user/operators’ primary means of modifying existing requirements or submitting new requirements.  These BCRs will be evaluated by AC2ISRC to determine whether the ORD will need to be revised.  As TBMCS moves to incorporate the spiral development process as is described in AFI 63-123, the AC2ISRC will continue to revise this ORD as requirements are changed, clarified, become obsolete, or new requirements are brought to light.

Appendix D:  CRD-ORD KPP/Requirements Cross walk

	GIG KPP
	Supporting TBMCS ORD KPPs

	Interoperability:  Systems shall satisfy all critical IER attributes at the threshold level (Threshold, KPP) and satisfy all critical IER attributes to the objective level (Objective, KPP).
	All top-level IERs will be satisfied to the standards specified in the threshold and objective values.  Threshold: 100% of top-level IERs designated critical.  Objective: 100% of all top-level IERs. Table A (pA2)

	All of a system’s data that will be exchanged, or has the potential to be exchanged, shall be tagged IAW the current JTA standard for tagged data items (Extensible Markup Language [XML]), and tags will be registered in accordance with the Defense Information Systems Agency (DISA) COE Data Registry, Level 6 (Threshold, KPP)/ Level 8 (Objective, KPP).
	1.1.3 (p2)

4.1.6 (pp15-16)

5.3.3 (p26)

	Systems shall have an IDM capability to acquire the needed information by search queries, with successful searches yielding 85% of available, needed information based on the user query and no more than 20% (of the received information) waste (Threshold, KPP); and yielding 95% of available, needed information and no more than 10% (of the received information) waste  (Objective, KPP).
	Deferred to  Phase III.

	Systems shall have an IA capability to maintain 100% information integrity when operating at different security levels and comply with existing security requirements (Threshold, KPP).
	IA requirements described in 4.3.13, 5.4.9, and 5.4.10.  Compliance with GIG KPP deferred to  Phase III.


	IDM CRD KPP
	Supporting TBMCS ORD KPPs

	Satisfy 100% of critical IERs to the threshold level (Threshold KPP).

Satisfy 100% of IERs to the objective level of the attributes (Objective KPP).
	All top-level IERs will be satisfied to the standards specified in the threshold and objective values.  Threshold: 100% of top-level IERs designated critical.  Objective: 100% of all top-level IERs. Table A (pA2)

	All data, that will be exchanged or has the potential to be exchanged, will be tagged IAW the current JTA standard for tagged data items (Extensible Markup Language - XML), DII COE Level 6 (Threshold, KPP) / Level 8 (Objective, KPP).
	1.1.3 (p2)

4.1.6 (pp15-16)

5.3.3 (p26)


	IDM will enable users to acquire needed information by search queries (Threshold).  Successful searches will yield 85% of available needed information, with no more than 20% of the received being irrelevant/unusable (waste) or failed searches (Threshold, KPP).  Successful searches will yield 95% of available needed information, with no more than 10% of the total received being irrelevant/unusable (waste) or failed searches (Objective).
	Deferred to  Phase III.


Appendix E:  TAMD CRD/TBMCS ORD Requirements Crosswalk Matrix 

	CRD Para
	TAMD CRD Requirement
	ORD Requirement

	C4I CAPABILITIES

	IV-B-1
	KPP-JOINT AND MULTINATIONAL C4I INTEROPERABILITY

JTA Compliance:

Table IV-3 Compliance:
	1.1.3(p2); 4.1.6(pp15-16);

5.3.3(pp29)

Table B(ppRCM1-RCM6)

	IV-B-2
	TAMD INFORMATION AND DATA NEEDS

Planning Information:

Battle Management Information:

Fire Control Data:
	4.1.10(pp16-18) 

4.1.11 (p18); 4.1.12(pp18-19)

N/A

	IV-B-3
	COMBAT IDENTIFICATION
	N/A

	IV-B-4
	SURVEILLANCE, DETECTION, AND TRACKING
	N/A

	IV-B-5
	INTEROPERABLE PLANNING AND DECISION SUPPORT
	1.3.1.1(p5);

1.3.2.1(p7-8); 4.1.4(p11); 4.1.10(pp16-18);

	IV-B-6
	KPP-SINGLE INTEGRATED AIR PICTURE
	N/A

	IV-B-7
	JOINT DATA NETWORK MANAGEMENT/JOINT INTERFACE CONTROL
	N/A

	IV-B-8
	OPERATIONS WITH ALLIES AND COALITION FORCES
	1.2.1(pp3-4); 5.4.10 & 5.4.11(pp31)

	IV-B-9
	SANITIZED INTELLIGENCE INFORMATION
	5.4.10(p31)

	IV-B-10
	INDEPENDENT OPERATIONAL SUPPORT
	N/A

	IV-B-11
	AUTOMATED BATTLE MANAGEMENT AIDS
	N/A

	IV-B-12
	INTEGRATED FIRE CONTROL

Battle Management:

Remote Engagement:
	N/A

N/A

	IV-B-13
	BANDWIDTH/FREQUENCY MANAGEMENT/CAPACITY
	N/A

	IV-B-14
	INTELLIGENCE PREPARATION OF THE BATTLESPACE
	4.1.6(pp15-16)

4.1.10.10(p17)

5.3.3(p29)

	IV-B-15
	SPECIAL OPERATIONS FORCES
	N/A

	OCA ATTACK OPERATIONS CAPABILITIES

	IV-C-1
	OCA ATTACK OPERATIONS RSTA
	N/A

	IV-C-2
	RSTA INFORMATION PROCESSING
	N/A

	IV-C-3
	KPP-OCA ATTACK OPERATIONS TIMELINES
	N/A

	IV-C-4
	OCA ATTACK OPERATIONS ENGAGEMENT EFFECTIVENESS
	N/A

	IV-C-5
	BATTLE DAMAGE ASSESSMENT
	4.1.13(p16)& 4.1.12.5(p19);4.112.6(p19)

	DCA ACTIVE AIR DEFENSE CAPABILITIES

	IV-D-1
	KPP-TARGET ENGAGEMENT AND NEGATION
	N/A

	IV-D-2
	REMOTE ENGAGEMENT
	N/A

	IV-D-3
	KPP-MINIMUM NEGATION ALTITUDE AGAINST TBMs
	N/A

	IV-D-4
	ABT KEEP-OUT RANGE
	N/A

	IV-D-5
	ENGAGEMENT ASSESSMENT
	N/A

	IV-D-6
	INDEPENDENT OPERATIONS
	N/A

	DCA PASSIVE AIR DEFENSE CAPABILITIES

	IV-E-1
	KPP-TBM ATTACK EARLY WARNING
	N/A

	IV-E-2
	TBM ATTACK EARLY WARNING
	N/A

	IV-E-3
	WMD WEAPONS EFFECTS AREA PREDICTION
	N/A

	IV-E-4
	INDUCING ENEMY TARGETING ERROR
	N/A

	IV-E-5
	C4I RE-ESTABLISHMENT
	N/A

	IV-E-6
	SIGNATURE REDUCTION
	N/A

	IV-E-7
	TRANSPORTABILITY & MANEUVERABILITY
	4.2.2(p20)

	GENERAL CAPABILITIES

	IV-F-1
	TRANSPORTATION
	5.7.4(p34)

	IV-F-2
	TEST/TRAINING/EXERCISE CAPABILITIES
	5.1.8(pp25-27)

	IV-F-3
	MODELING AND SIMULATION
	5.3.5(p29)

	IV-F-4
	RECORD AND PLAY BACK CAPABILITY
	N/A

	IV-F-5
	SURVIVABILITY
	4.3.8;4.3.9; 4.3.12(pp21-22)

	IV-F-6
	INFORMATION OPERATIONS
	4.3.13.6(p23)

	IV-F-7
	ELECTROMAGNETIC EFFECTS (E3) AND SPECTRUM CERTIFICATION
	4.3.13.7(p23)

	IV-F-8
	OPERATIONAL SUITABILITY AND INFRASTRUCTURE

Reliability/Availability/ Maintainability:
Human System Integration:

Logistics Supportability:

Computers and Communications Supportability:

                 Packaging, Handling, Storage,    

                             Transportability:

Environmental Effects:

Documentation:

GI&S Support:

Natural Environmental Support:

Compliance with Treaties/International Agreements:

Intelligence Infrastructure Support:

Security:
	4.2.1(pp19-20)

5.5(pp31-32)

5.1.1 thru 5.1.7 (pp24-25); 5.2(p28)

5.6(pp32-34);

4.2.3(p20);

5.4(pp29-31)

5.6.1(p32);

5.7.1(p31);

5.7.2;5.7.4

4.3.3 thru 4.3.3(p21)

5.6.3 thru 6.6.5(p33)

5.8(p35)

5.9(p35)

N/A

4.3.13.8(p23)

4.3.13(pp22-23)

	IV-F-9
	MULTINATIONAL RELEASABILITY
	5.4.10 & 5.4.11(pp31)


Glossary

Part I:  Abbreviations and Acronyms

	ABCCC
	Airborne Battlefield Command and Control Center

	ABCS
	Army Battle Command System

	ABP
	Air Battle Plan

	ACC
	Air Component Commander or Air Combat Command

	ACMREQ
	Airspace Control Measure Request

	ACO
	Airspace Control Order

	ADSI
	Air Defense System Integrator

	AETACS
	Airborne Elements of the Theater Air Control System

	AFATDS
	Advanced Field Artillery Tactical Data System

	AFI
	Air Force Instruction

	AFORMS
	Air Force Operational Management System 

	AFMSS
	Air Force Mission Support System 

	AFSOC
	Air Force Special Operations Command

	AI
	Air Interdiction

	AIS
	Automatic Information System

	AMC
	Air Mobility Command

	AMD
	Air Mobility Division

	AMDWS
	Air and Missile Defense Workstation

	AME
	Air Mobility Element

	AOC
	Aerospace Operations Center

	AODB
	Air Operations Database

	ASAS
	All Source Analysis System

	ASOC
	Air Support Operations Center

	ASW
	Anti-Surface Warfare

	ATO
	Air Tasking Order

	AUTODIN/

CGS-100
	Automated Digital Network/Communications Gateway System - 100

	AWSIM
	Air Warfare Simulator

	BCD
	Battlefield Coordination Detachment

	BCT
	Battlefield Communications Terminal

	C2
	Command and Control

	C2IPS
	Command and Control Information Processing System

	C4I
	Command and Control, Communications, Computer, and Intelligence

	CAF
	Combat Air Forces

	CAMS
	Core Automated Data System

	CAOC
	Combined/Coalition Aerospace Operations Center

	CAS
	Close Air Support

	CSEL
	Combat Survivor Evader Locator

	CINC
	Commander-in Chief

	CIS
	Combat Intelligence System

	COD
	Combat Operations Division

	COMSEC
	Communications Security

	CONOPS
	Concept of Operations

	COP
	Common Operating Picture

	CPD
	Combat Plans Division

	CRC
	Control and Reporting Center

	CRE
	Control and Reporting Element

	DASC
	Direct Air Support Center

	DBA
	Data Base Administrator

	DII COE
	Defense Information Infrastructure Common Operating Environment

	DMS
	Defense Message System

	DoD
	Department of Defense

	DSP
	Defense Satellite Program

	EC
	Electronic Combat

	ECM
	Electronic Countermeasures

	EMP
	Electromagnetic Pulse

	ESM
	Electronic Support Measures

	FOC
	Full Operational Capability

	FOL
	Forward Operating Location

	FY
	Fiscal Year

	GAT
	Guidance, Apportionment, and Targeting

	GCCS
	Global Command and Control System

	GCCS-A
	Global Command and Control System - Army

	GCCS-M
	Global Command and Control System - Maritime

	GIG
	Global Information Grid

	I3
	Integrated Imagery and Intelligence

	ICC
	Interim Capability CAOC

	IDM
	Information Dissemination Management

	IER
	Information Exchange Requirement

	IOC
	Initial Operational Capability

	ISR
	Intelligence Surveillance and Reconnaissance 

	J/CAOC
	Joint Coalition (or Combined) Aerospace Operations Center

	JASOP
	Joint Air and Space Operations Plan

	JASSM
	Joint Air to Surface Standoff Missile

	JCS
	Joint Chiefs of Staff

	JFACC
	Joint Forces Air Component Commander

	JFC
	Joint Force Commander

	JSAO
	Joint Standard Air Operations

	JSOTF
	Joint Special Operations Task Force

	JSTARS
	Joint Surveillance Target Attack Radar System 

	JTF
	Joint Task Force

	JTT
	Joint Targeting Toolbox

	JWIS
	Joint Weather Information System

	KPP
	Key Performance Parameters

	LRP
	Limited Response Package

	MAAP
	Master Air Attack Plan

	MAJCOM
	Major Command

	MCG&I
	Mapping, Charting, Geodesy, and Imagery

	METOC
	Meteorological and Oceanographic

	MIDB
	Multiple Independent Data Base

	MIW
	Mine Warfare

	MNS
	Mission Need Statement

	MOE
	Measures of Effectiveness

	MSCS
	Multi-Source Correlation System

	MTACC
	Marine Tactical Air Command Center

	MUST Radio
	Multi-User Satellite Terminal Radio

	NCA
	National Command Authorities

	NRT
	Near-Real Time

	OB
	Order of Battle

	OPLAN
	Operations Plan

	ORD
	Operational Requirements Document

	QRP
	Quick Response Package

	RM&A
	Reliability, Maintainability, and Availability

	RPT
	Requirements Planning Team

	SBMCS
	Space Battle Management Core Systems

	SCCB
	Software Configuration Control Board

	SCIF
	Sensitive Compartmented Information (SCI) Facility

	SD
	Strategy Division

	SDIP
	Spiral Development Increment Plan

	SDTF
	Spiral Development Task Force

	SOC
	Squadron Operations Center

	SoS
	System of Systems

	SRC
	Survival Recovery Center

	TACC
	Tactical Air command Center

	TACS
	Theater Air Control System

	TAF
	Tactical Air Force

	TAIS
	Tactical Airspace Integration System

	TBM
	Theater Battle Management

	TBMCS
	Theater Battle Management Core Systems

	TCT
	Time Critical Targeting

	TES
	Theater Event System Architecture

	TNL
	Target Nomination List

	TOC
	Tactical Operations Center

	TRP
	Theater Response Package

	TRS
	Tactical Airspace Integration System

	UAV
	Unmanned Aerial Vehicle

	USMC TACC
	Marine Tactical Air Command Center

	USMTF
	United States Message Text Format

	WOC
	Wing Operations Center


Part II:  Terms and Definitions

Army Battle Command System (ABCS).  Description: ABCS is an umbrella of US Army systems that includes All Source Analysis System (ASAS), Advanced Field Artillery Tactical Data System (AFATDS), Air and Missile Defense Workstation (AMDWS), GCCS-Army, and the Tactical Airspace integration System (TAIS).  In the future, ABCS could expand to include the Maneuver Control System (MCS) and the Joint Common DataBase (JCDB).  

Air Battle Plan (ABP) - For this document, Air Battle Plan (ABP) refers to the air operations database containing the data used to prepare the ATO and the ACO.
Acquisition Category (ACAT) - Categories established to facilitate decentralized decision making and execution, and compliance with statutorily imposed requirements.  The categories determine the level of review, decision authority, and applicable procedures.  DOD 5000.2-R, part 1, provides the specific definition for each acquisition category (ACAT I through III). 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Air Defense System Integrator (ADSI).  Near real time sensor information is received by the ADSI directly from the communications receiver equipment.  ADSI performs initial processing of received contact and track messages from all connected reporting systems (TADIL-A, TADIL-B, TADIL-J, and NATO Link-1) and reformats the message content into a corresponding TADIL-J formatted message.  

Airborne Elements of the Theater Air Control System (AETACS) - Includes AWACS, JSTARS, Rivet Joint, ABCCC.

Air Support Operations Center (ASOC) - The Air Support Operations Center (ASOC) is the primary control agency of the TACS for the execution of aerospace missions in direct support of ground forces.

AFI13-1AOCV3, Operational Procedures – Aerospace Operations Center, 1 June 1999

Architecture - The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Automated Digital Network (AUTODIN)/CGS-100.  The Communications Gateway System (CGS)-100 is an AUTODIN subscriber terminal.   Messages received or transmitted through AUTODIN are passed from the CGS-100 to TBMCS via LAN.  The CGS-100 can also act as a Standard Message Transfer Protocol (SMTP) server to receive e-messages to be passed to TBMCS. 

Air Warfare Simulator (AWSIM).  AWSIM is designed to use input from TBMC including the ATO to simulate a flying war.  

Battlefield Communications Terminal (BCT).  The BCT provides a communications link between the ASOC and the Tactical Air Control Party (TACP) in the field.  The BCT equipment consists of a portable computer which can monitor up to six radio frequencies, display incoming messages, and transmit messages to other addressees.

Broadsword.  The Broadsword system is being developed by Rome Labs to enable a user to search for and retrieve data from multiple sources including the MIDB, AODB, IPL, 5D, weather, and many others.  This system will also use automated security guards to pass data between different security levels.  Broadsword is the preferred solution for data transfer between TBMCS at the AOC and TBMCS Unit-Level.

Command and Control Information Processing System (C2IPS).  The C2IPS system provides for the management of air mobility missions on a world-wide basis.  The interface between the TBMCS and C2IPS provides for integration of war fighting and mobility air missions within the theater.

Common Operational Picture (COP) - The COP is the integrated capability to receive, correlate, and display a CTP, overlays/projections (i.e., Meteorological and Oceanographic (METOC), battleplans, force position projections.)  Overlays and projections may include location of friendly, hostile, and neutral units, assets, and reference points.  The COP may include information relevant to the tactical and strategic level of command.  This includes but is not limited to, any geographically oriented planning data from JOPES, readiness data from SORTS, intelligence (including imagery overlays), reconnaissance data from the Global Reconnaissance Information System (GRIS), weather from METOC, predictions of nuclear, biological, and chemical (NBC) fallout, and Air Tasking Order (ATO) data. 

CJCSI 3151.01, Global Command and Control System Common 

Operational Picture Reporting Requirements, 10 June 1997

Capstone Requirements Document (CRD) - A document that contains capabilities-based requirements that facilitates the development of individual ORDs by providing a common framework and operational concept to guide their development.  It is an oversight tool for overarching requirements for a system-of-systems or family-of-systems. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Combat Survivor Evader Locator (CSEL).  CSEL will use encoded radio bursts to send a survivor’s location to C2 systems in theater.  Accurate position is determined with the use of a GPS receiver.

Common Tactical Picture (CTP) - The CTP is the current, anticipated, projected, and planned disposition of hostile, neutral, and friendly forces that includes amplifying data (JOPES, GSORTS, METOC, Intelligence, Air Tasking Order, etc.) for a single operation.  Real-time, near real-time, and non-real-time data from national, theater, and tactical sensors (UAV, AEGIS, AWACS, Rivet Joint, Patriot batteries, etc.)  feeds the CTP via available communications links (Link 11/16, GBS, SIPRNET, etc.) provided by the Service Components and other organizations…this collection of data is combined with any final amplifying data (planning, weather, etc.)  to produce a Common Tactical Picture (CTP).
Common Operational Picture

Technical Requirements Specification, Feb. 2001
Direct Air Support Center (DASC) - The principal air control agency of the US Marine Corps air command and control system responsible for the direction and control of air operations directly supporting the ground combat element.  It processes and coordinates requests for immediate air support and coordinates air missions requiring integration with ground forces and other supporting arms. It normally collocates with the senior fire support coordination center within the ground combat element and is subordinate to the tactical air command center.

Joint Publication 1-02, DOD Dictionary of Military and Associated Terms
Defense Message System (DMS).  DMS is the replacement for AUTODIN.  

Family-of-Systems (FoS) - A set or arrangement of independent systems that can be arranged or interconnected in various ways to provide different capabilities.  The mix of systems can be tailored to provide desired capabilities dependent on the situation. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Global Command and Control System-Army (GCCS-A).  GCCS-M is the Army version of GCCS.  It is a ground based system used for targeting, intelligence order of battle, and processing near-real-time intelligence feeds.

Global Command and Control System-Maritime (GCCS-M).  GCCS-M is the US Navy version of GCCS.  It is a shipboard system used for targeting, intelligence order of battle, and processing near-real-time intelligence feeds.

Global Information Grid (GIG) - Capstone Requirements Document, Global Information Grid (GIG), Flag Level Review Draft, 28 March 2001.

(A) The Globally interconnected, end-to-end set of information capabilities, associated processes, and personnel for collecting, processing, storing, disseminating and managing information on demand to warfighters, policy makers, and support personnel.  The GIG includes all owned and leased communications and computing systems and services, software (including applications), data, security services, and other associated services necessary to achieve Information Superiority.  It also includes National Security Systems as defined in section 5142 of the Clinger-Cohen Act of 1996.  The GIG supports all Department of Defense, National Security, and related Intelligence Community missions and functions (strategic, operational, tactical and business), in war and in peace.  The GIG provides capabilities from all operating locations (bases, posts, camps, stations, facilities, mobile platforms, and deployed sites).  The GIG provides interfaces to coalition, allied, and non-DoD users and systems.

(B) Includes any systems, equipment, software, or service that meets one or more of the following criteria: 

(1) Transmits information to, receives information from, routes information among, or interchanges information among other equipment, software and services.

(2) Provides retention, organization, visualization, information assurance, or disposition of data, information, and/or knowledge received from or transmitted to other equipment, software and services.

(3).  Processes data or information for use by other equipment, software and services.

(C) Non GIG IT-Stand-alone, self-contained, or embedded IT that is not or will not be connected to the enterprise network.
Information Exchange Requirements - The requirement for information to be passed between and among forces, organizations, or administrative structures concerning ongoing activities.  Information exchange requirements identify who exchanges what information with whom, as well as why the information is necessary and how that information will be used.  The quality (i.e. frequency, timeliness, security) and quantity (i.e., volume, speed, and type of information such as data, voice, and video) are attributes of the information exchange included in the information exchange requirement. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Information Dissemination Management (IDM) - IDM’s focus is dissemination, which is essential in providing the right information, to the right person, at the right place, at the right time, over the right communications path, and in the right format.  IDM is the component of Information Management (IM) that ensures that relevant information is disseminated to each user within required timeframes.

       JROCM 015-01,  22 January 2001

Integration - The arrangement of systems in an architecture so that they function together in an efficient and logical way. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Interface - (noun) A boundary or point common to two or more similar or dissimilar command and control systems, sub-systems, or other entities against which or at which necessary information flow takes place.  Joint Publication.  

Joint Publication 1-02, DOD Dictionary, 23 March 1994

· (verb) a: the place at which independent and often unrelated systems meet and act on or communicate with each other <the man-machine interface> 

           b: the means by which interaction or communication is achieved at an interface 

Merriam Webster, Collegiate Dictionary, 2000

Interoperability - 1.  The ability of systems, units, or forces to provide services to and accept services from other systems, units, or forces and to use the services so exchanged to enable them to operate effectively together.  (Joint Publication 1-02, DOD Dictionary, 23 March 1994)  


 2. The condition achieved among communications-electronics systems or items of communications-electronics equipment when information or services can be exchanged directly and satisfactorily between them and/or their users. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Joint Air Operations Plan - The joint air operation plan documents the JFACC’s plan for integrating and coordinating joint air operations. The joint air operation plan encompasses operations of capabilities/ forces from joint force components.  

JP 3-56.1, Command and Control for Joint Air Operations, 14 November 1994.
Joint Technical Architecture - The DOD Joint Technical Architecture (JTA) ...defines the service areas, interfaces, and standards (JTA elements) applicable to all DOD systems, and its adoption is mandated for the management, development, and acquisition of new or improved systems throughout DOD. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Joint Tactical Terminal (JTT).  JTT is a Raytheon-developed radio system designed to receive Tactical Related Applications (TRAP) Data Dissemination System (TDDS), Tactical Information Broadcast Service (TIBS), and Tactical Recon Intelligence Exchange System (TRIXS) intelligence broadcasts.  It is designed to replace several radios in current operation including MATT, TRE, and TRS.

Joint Weather Information System.  JWIS provides weather information to the AOC through a simple web browser interface over SIPRNET or NIPRNET.  The feed originates at an Operational Weather Squadron (OWS) in the theater.  The JWIS tool allows weather feeds to be customized for the particular area of interest.

Key Performance Parameters (KPPs) - Those capabilities or characteristics considered most essential for successful mission accomplishment.  Failure to meet an ORD KPP threshold can be cause for the concept or system selection to be reevaluated or the program to be reassessed or terminated.  Failure to meet a CRD KPP threshold can be cause for the family-of-systems or system-of-systems concept to be reassessed or the contributions of the individual systems to be reassessed.  KPPs are validated by the JROC.  ORD KPPs are included in the APB. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Milestones - Major decision points that separate the phases of an acquisition program. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Mission Need - A deficiency in current capabilities or an opportunity to provide new capabilities (or enhance existing capabilities) through the use of new technologies.  They are expressed in broad operational terms by the DOD components. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Mission Need Statement (MNS) - A formatted non-system-specific statement containing operational capability needs and written in broad operational terms.  It describes required operational capabilities and constraints to be studied during the Concept Exploration and Definition Phase. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Multi-Source Correlation System (MSCS).  MSCS is the USMC version of ADSI, providing correlated TADIL A, B, J, TIBS, TDDS, NATO Link-1, and other information to Marine units.

Real Time (RT) - Pertaining to the timeliness of data or information which has been delayed only by the time required for electronic communication. This implies that there are no noticeable delays. See also near real time.  

Jt Pub 1-02, DOD Dictionary of Military and Associated Terms
Near-real Time (NRT) - Pertaining to the timeliness of data or information which has been delayed by the time required for electronic communication and automatic data processing. This implies that there are no significant delays.  

Jt Pub 1-02, DOD Dictionary of Military and Associated Terms


    - “…within 5 seconds to 5 minutes of occurrence” 

OP 2.5.3, CJCSM 3500.04B Universal Joint Task List 1 October 1999

Operational Requirements Document (ORD) - A formatted statement-containing performance and related operational parameters for the proposed concept or system.  Prepared by the user or user’s representative at each milestone beginning with Milestone I. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Requirement - The need of an operational user, initially expressed in broad operational capability terms in the format of a MNS.  It progressively evolves to system-specific performance requirements in the ORD. 

CJCSI 3170.01B, Requirements Generation System, 15 April 2001

Space Battle Management Core Systems (SBMCS).  The Space Battle Management Core System (SBMCS) is a US Secret level system for command and control of space based systems such as Global Positioning System (GPS) satellites and surveillance satellites.  SBMCS version 2.0 will be operational in June 2001

Spiral Development - A method or process for developing a defined set of capabilities within one increment, providing opportunity for interaction between the user, tester, and developer communities to refine the requirements, provide continuous feedback and provide the best possible capability within the increment.  The spiral development process is an interactive set of sub-processes which may include: establishing performance objectives; designing; coding/fabricating/integrating; experimenting; testing; assessing operational utility; making tradeoffs; and delivering.  Other sub processes may be added as needed. 






       AFI 63-123, Evolutionary Acquisition for C2 Systems, 1 April 2000 

Table A:  ORD KPP Summary

	KPP
	Threshold


	Objective
	Cross-Reference

	Develop and Disseminate an Air Battle Plan


	- Produce and disseminate a USMTF compliant ACO within the ATO cycle

- Generate and transmit a USMTF compliant ATO of 1500 missions/3000 sorties within 12 hrs of receipt of the TNL.
	- Generate and transmit a USMTF compliant ATO of 2000 missions/4000 sorties within 12 hrs of receipt of the TNL
	4.1.10.4 4.1.10.5

	Prepare, disseminate, and receive, via immediate or emergency means, messages of critical importance to current operations
	- Display alerts in the appropriate application within 15 seconds 

(dependent upon communications equipment/systems).
	- Display alerts in the appropriate application within 5 seconds.
	4.1.11.3

	Support a JFACC transfer capability between two geographically separated locations
	- One transfer within a the established ATO cycle.

- JFACC transfer should provide two modes:

· Emergency transfer
· Planned transfer, 
	- Support phased transfer of system, data, and organizational control of air operations within 6 hours.
	4.1.11.4

	Monitor execution of the ABP
	- Display status in the appropriate application within 5 minutes of data entry (dependent upon communications equipment/systems)
	- Display status within 5 seconds of data entry.
	4.1.12.1

	Provide coordinated air support 
	- Support a 5-hour surge of 10 immediate air support requests per hour, over a 24-hour period.

- 200 Preplanned air requests per Component with 95% successful parse rate and 100% accountability.
	- Support a 5-hour surge of 20 immediate air support requests per hour, over a 24-hour period.

- 200 Preplanned air requests per Component with 99% successful parse rate and 100% accountability.
	4.1.11.5

	Build, monitor, and execute a flying schedule
	- Build a 100 sortie initial flying schedule outline/shell within 10 minutes of receipt of valid ATO

- Build a 100 sortie detailed flying schedule within 4 hours after receipt of a valid flying schedule outline

- Maintain situational awareness on all wing/squadron assets/personnel by having data displayed in the appropriate application within 5 minutes of data entry


	
	4.1.10.9

4.1.10.8

4.1.12.2

	Provide threat analysis and assist route planning.


	- Within 4 hours of receipt of ATO/ACO
	- Within 3 hours of receipt of ATO/ACO.
	4.1.10.9

	Interoperability-All top-level IERs will be satisfied to the standards specified in the threshold and objective values.
	- 100% of top-level IERs designated critical
	- 100% of all top-level IERs
	Table B


	
	
	
	Table B: Information Exchange Requirements Matrix
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10

	
	Rationale/
	Event/Action
	Information
	Sending Node
	Receiving Node
	Critical
	Format
	Timeliness
	Classification
	Supported 

	
	UJTL Number
	
	Characterization
	
	
	
	
	
	
	Capability

	1.       
	OP 2.2.3  Collect and Assess Meteorological and Oceanographic (METOC) Operational Information
	Mission Weather briefing, Targeteering and Weaponeering
	Situational Awareness - Observations, Forecasts, Imagery, Bulletins
	WOC


	Mission Planning


	No
	Graphics

Imagery

Data

Text
	Less than 15 minutes
	U, S, TS
	4.1.9.



	2.       
	OP 2.2.3  Collect and Assess Meteorological and Oceanographic (METOC) Operational Information
	Update to Observations, Forecasts, Bulletins, Wx Imagery
	Situational Awareness - Observations, Forecasts, Imagery, Bulletins, weather impact decision aids, weather overlays
	J/CAOC


	JSTARS

AWACS

ABCCC


	No
	Graphics

Imagery

Data

Text
	Less than 15 minutes
	U, S, NATO Secret, Coalition Secret, TS
	4.1.11.



	3.       
	OP 2.2.3  Collect and Assess Meteorological and Oceanographic (METOC) Operational Information
	Update to Observations, Forecasts, Bulletins, Wx Imagery
	Situational Awareness - Observations, Forecasts, Imagery, Bulletins, weather overlays
	Weather
	J/CAOC

WOC

SOC

ASOC

Weather


	No
	Graphics

Imagery

Data

Text
	Less than 15 minutes
	U, S, TS, NATO Releasable, Coalition Releasable
	4.1.9., 4.1.10

	4.       
	ST 1.3.9 Establish Airspace Control Measures

OP 6.1.3 Provide Airspace Control

OP 3.1.5 Publish Air Tasking Order(s) (ATO) 


	Changes to Air Battle Plan
	C2 - Mission data, Special Instructions, Airspace Control Measures
	J/CAOC


	WOC

ASOC

TACC/DASC

CRC

Navy C2

Army C2

Marines C2

AETACS

CAOC

AME


	Yes
	Data

Text
	Less than 15 minutes
	S, NATO Secret, Coalition Secret
	4.1.9.



	
	
	Air Operations Plan
	
	
	
	
	
	
	
	

	
	
	Air Defense Plan
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	5.       
	ST 5.2.2 Assess National and Multinational Strategy
	Changes to NCA Guidance
	Guidance - Treaties, Policies, TTPs
	NCA


	J/CAOC

WOC

SOC

ASO
	Yes
	Text
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.



	
	ST 5.2.3 Review National Security Considerations
	
	
	
	
	
	
	
	
	

	
	ST 5.2.4 Review International Security Considerations
	
	
	
	
	
	
	
	
	


	6.       
	OP 5.4.3  Provide Rules and Engagement
	Changes to HHQ Guidance
	Guidance - Apportionment, ROEs, JAOP
	JTF


	J/CAOC 


	Yes
	Text
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.



	
	OP 3.1.2 Apportion Joint/Multinational Operational Firepower Resources
	
	
	
	
	
	
	
	
	

	7.       
	OP 3.2.1 Provide Close Air Support Integration for Surface Forces
	Request for fire support
	Fire Support - Immediate Air Request
	TACP

Army C2-Fire Support
	ASOC

DASC


	Yes
	Text,

Data
	Less than 15 minutes
	S
	4.1.10.



	
	
	
	
	
	
	
	
	
	
	

	8a.       
	OP 5.1.4 Maintain Operational Information and Force Status
	Changes to Force Status
	Situational Awareness - Friendly Order of Battle - NRT Data
	All
	J/CAOC

NATO/Coalition C2


	Yes
	Text,

Data
	Less than 15 seconds
	S, NATO Releasable, Coalition Releasable
	4.1.11.



	8b.       
	OP 5.1.4 Maintain Operational Information and Force Status
	Changes to Force Status
	Situational Awareness - Friendly Order of Battle - Other
	All
	J/CAOC

NATO/Coalition C2
	Yes
	Text,

Data
	 Less than 15 minutes
	S, NATO Releasable, Coalition Releasable
	4.1.11.



	9a.       
	OP 2.2 Collect and Share Operational Information
	Updates to surveillance/reconnaissance
	Situational Awareness - Common Operational Picture - NRT Data
	AWACS

CRC

JSTARS

Rivet Joint

UAV

U2

Space C2

Tactical Reconnaissance
	J/CAOC

NATO/Coalition C2

WOC

ASOC
	Yes
	Data,
	Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

4.1.12.

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	9b.       
	OP 2.2 Collect and Share Operational Information
	Updates to surveillance/reconnaissance
	Situational Awareness - Common Operational Picture - Other
	AWACS

CRC

JSTARS

Rivet Joint

UAV

U2

Space C2

Tactical Reconnaissance
	J/CAOC

NATO/Coalition C2

WOC

ASOC
	Yes
	Data,

Imagery,

Graphics,

Video
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

4.1.12.

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	


	10a.    
	OP 3.1.1 Establish Joint Force Targeting Guidance
	Updates to Enemy Order of Battle - NRT Data
	Situational Awareness- 

Targets

EnOB
	National Sources

JTF

Intelligence
	J/CAOC
	Yes
	Data
	Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.

	
	OP 3.1.3 Develop Operational Targets
	
	
	
	
	
	
	
	
	

	
	OP 3.1.4 Develop High-Payoff and High-Value Targets
	
	
	
	
	
	
	
	
	

	10b.    
	OP 3.1.1 Establish Joint Force Targeting Guidance
	Updates to Enemy Order of Battle - Other
	Situational Awareness- 

Targets

EnOB
	National Sources

JTF

Intelligence
	J/CAOC
	Yes
	Data,

Imagery
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.

	
	OP 3.1.3 Develop Operational Targets
	
	
	
	
	
	
	
	
	

	
	OP 3.1.4 Develop High-Payoff and High-Value Targets
	
	
	
	
	
	
	
	
	

	11.    
	ST 1.3.9  Establish Airspace Control Measures
	Generate Air Space Request
	C2 - Airspace Control Measures
	All
	J/CAOC

NATO/Coalition C2
	Yes
	Text
	Less than 15 minutes
	S, NATO Releasable, Coalition Releasable
	4.1.9.

	
	OP 6.1.3  Provide Airspace Control
	
	
	
	
	
	
	
	
	

	12.    
	OP 6.2.9.2  Provide Combat Search and Rescue
	Change in survivor status
	Situational Awareness-

Location

Status
	Survivor
	J/CAOC
	No
	Data
	Less than 15 minutes
	S, NATO Releasable, Coalition Releasable
	4.1.10.

	13a.    
	OP 2.3.3. Correlate Information
	Fuse multi-source, multi-INT data into single coherent view of the battlespace - NRT Data
	Situational Awareness data


	AF-DCGS, JTF,

JICs/JAC; National, theater, tactical intel sources
	J/CAOC

NATO/Coalition C2
	Yes 
	Data


	Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

	13b.    
	OP 2.3.3. Correlate Information
	Fuse multi-source, multi-INT data into single coherent view of the battlespace - Other
	Situational Awareness data

IMINT, SIGINT, MASINT, HUMINT, GI&S
	AF-DCGS, JTF,

JICs/JAC; National, theater, tactical intel sources
	J/CAOC

NATO/Coalition C2
	Yes 
	Imagery,

Data
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.


	14.    
	OP 2.4.1.2 Determine Enemy’s Operational capabilities, course of action and intentions
	Perform operational and tactical level IPB
	EnOB

GI&S

Threat System Parametric Data, weather overlays
	AF-DCGS, JTF,

JICs/JAC; National, theater, tactical intel sources, Weather
	WOC

J/CAOC

Weather

NATO/Coalition C2
	No
	Imagery,

Data,

Graphics
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.

	
	
	Develop EnOB based on inputs from national, theater and tactical sources
	
	
	
	
	
	
	
	

	
	
	Analyze enemy threat capabilities, weather impacts to sorties
	
	
	
	
	
	
	
	

	15a.    
	OP 2.4.2.2  Provide current intelligence for Joint Operating Area
	Process and disseminate current intelligence updates and situational awareness data - NRT Data
	EnOB updates 

NRT all source situation awareness data

IMINT, SIGINT, MASINT, HUMINT
	TDDS/TIBS/IBS, AF-DCGS, JTF

JICs/JAC; national, theater; tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Data


	 Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

	
	OP 2.3.2.3 Provide general military intelligence for JOA
	
	
	
	
	
	
	
	
	

	15b.    
	OP 2.4.2.2  Provide current intelligence for Joint Operating Area
	Process and disseminate current intelligence updates and situational awareness data - Other
	EnOB updates 

NRT all source situation awareness data

IMINT, SIGINT, MASINT, HUMINT
	TDDS/TIBS/IBS, AF-DCGS, JTF

JICs/JAC; national, theater; tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Imagery,

Motion, Imagery,

Data
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

	
	OP 2.3.2.3 Provide general military intelligence for JOA
	
	
	
	
	
	
	
	
	

	16a.    
	TA 2.2 Obtain and access intelligence information (national/theater/service assets)
	Perform queries and submit requests for information; disseminate results from national, theater and tactical level intel organizations - NRT Data
	IMINT,SIGINT, MASINT,

HUMINT, GI&S
	AF-DCGS, JTF,

JICs/JAC; national, theater, tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Data


	Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.

	16b.    
	TA 2.2 Obtain and access intelligence information (national/theater/service assets)
	Perform queries and submit requests for information; disseminate results from national, theater and tactical level intel organizations - Other
	IMINT,SIGINT, MASINT,

HUMINT, GI&S
	AF-DCGS, JTF,

JICs/JAC; national, theater, tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Imagery, 

Data
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.

	17a.    
	TA 2.3 Process Tactical Warning Information and Attack Assessment
	Receive and disseminate threat advisory information - NRT Data
	SIGINT, MASINT, IMINT
	TDDS/TIBS/IBS, AF-DCGS, JTF

JICs/JAC; national, theater; tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Data


	Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

	
	
	
	
	
	
	
	
	
	
	

	17b.    
	TA 2.3 Process Tactical Warning Information and Attack Assessment
	Receive and disseminate threat advisory information - Other
	SIGINT, MASINT, IMINT
	TDDS/TIBS/IBS, AF-DCGS, JTF

JICs/JAC; national, theater; tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Imagery,

Motion, Imagery,

Data
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.11.

	
	
	
	
	
	
	
	
	
	
	

	18a.    
	TA 2.5  Conduct Joint Tactical Combat Assessment
	Provide effects-based assessments of air operations including: battle damage assessments (BDA), munitions effectiveness assessments (MEA), re-attack recommendations - NRT Data
	SIGINT, MASINT, IMINT, HUMINT, weapon system video
	AF-DCGS, JTF,

JICs/JAC; national, theater, tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Data


	Less than 15 seconds
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.

	18b.    
	TA 2.5  Conduct Joint Tactical Combat Assessment
	Provide effects-based assessments of air operations including: battle damage assessments (BDA), munitions effectiveness assessments (MEA), re-attack recommendations - Other
	SIGINT, MASINT, IMINT, HUMINT, weapon system video
	AF-DCGS, JTF,

JICs/JAC; national, theater, tactical intel sources
	WOC

J/CAOC

NATO/Coalition C2
	No
	Imagery,

Motion, Imagery, 

Data
	Less than 15 minutes
	S, TS, NATO Releasable, Coalition Releasable
	4.1.9.


Requirements Correlation Matrix - Part I

TBMCS ORD

AS OF March 2001

	
	System Capabilities and Characteristics Parameters
	Thresholds
	Objectives
	KPP

	1. 
	4.1.6.  Common Operating Environment
	- Common System Architecture

- Wide Area Networking

- Modular Capability
	- Transition to the Joint Battlespace Infosphere
	

	2. 
	4.1.7.  Reduced Footprint
	- System will be required to have equal or less of a deployment footprint than the current system.
	- Reduce the deployment footprint size by 20%.


	

	3. 
	4.1.10.1.  Force Level Air Defense Planning
	-  Complete within ATO cycle.
	
	

	4. 
	4.1.10.2.  Nominate and prioritize targets for attack to produce the Target Nomination List (TNL)
	- Complete within the ATO cycle.
	
	

	5. 
	4.1.10.3.  Targeting and Weaponeering
	- Complete within ATO cycle.
	
	

	6. 
	4.1.10.4.  Provide capability to receive, rank, manipulate and display preplanned air support requests originating from other Services.
	200 preplanned air requests from other Components with 95% successful parse rate and 100% accountability
	- 200 preplanned air requests from other Components with 99% successful parse rate and 100% accountability.
	

	7. 
	4.1.10.5.  Receive airspace control measure requests (ACMREQs) and produce and disseminate the ACO.
	- Complete within the ATO cycle.


	
	Yes

	8. 
	4.1.10.6.  Generate and transmit a USMTF compliant ATO.
	- 1500 missions/3000 sorties within 12 hrs of receipt of the TNL. Afloat component commander must be able to plan and produce a 300 mission/500 sortie in 8 hours or 400 mission/800 sortie in 12 hours.  Sea based JFACC must be able to merge and validate a 1500 mission/3000 sortie ATO (dependent on Navy hardware capabilities).


	- 2000 missions/4000 sorties within 12 hrs of receipt of the TNL.
	Yes


	9. 
	4.1.10.7.  Provide the capability for all tasked military agencies to receive and process the ATO within 30 minutes of transmission (not dependent upon communications equipment/systems).
	- 1500 mission/3000 sortie ATO.
Compliant with Interoperability KPP.  

(See table B.)
	- 2000 missions/4000 sorties
	

	10. 
	4.1.10.8.  Build an initial flying schedule outline/shell.
	- 100 sorties within 10 minutes of receipt of a valid.
	
	Yes

	11. 
	4.1.10.9.  Build a detailed flying schedule.
	- 100 sorties within 4 hours after receipt of a valid flying schedule outline.
	
	Yes

	12. 
	4.1.10.10.  Provide threat analysis and assists mission planning.
	- Within 4 hours of receipt of ATO/ACO.
	- Within 3 hours of receipt of ATO/ACO.
	Yes

	13. 
	4.1.10.11.  Development of the MAAP.
	- Complete within 4 hours.
	
	

	14. 
	4.1.10.12.  Provide the capability to receive and to merge component TNLs
	- Compliant with Interoperability KPP.

(See table B.)
	
	

	15. 
	4.1.11.1.  Provide the capability to control and direct execution of the ABP and ADP.
	- 1500 missions/3000 sorties
	- 2000 missions/4000 sorties
	

	16. 
	4.1.11.2.  Provide automated assistance for replanning and retasking missions, and creating and disseminating ATO and ACO changes.
	- Generate a valid ACO and ATO change message.
	
	

	17. 
	4.1.11.3.  Prepare, disseminate, and receive, via immediate or emergency means, messages of critical importance to current operations.
	- Display alerts in the appropriate application within 15 seconds (not dependent upon communications equipment/systems).
	- Within 5 seconds.
	Yes

	18. 
	4.1.11.4.  Support a JFACC transfer capability between two geographically separated locations.
	- One transfer within the 72 hour  ATO cycle.
	- Support phased transfer of system, data, and organizational control of air operations within 6 hours.
	Yes

	19. 
	4.1.11.5.  Provide capability for ASOC to receive, prioritize, manipulate, display, and fill immediate air support requests in coordination with the J/CAOC, Army Corps TOC, and Marine Corps TACC.
	- Support a 5-hour surge of 10 immediate air support requests per hour, over a 24-hour period.

	- Support a 5-hour surge of 20 immediate air support requests per hour, over a 24-hour period.
	Yes

	20. 
	4.1.11.6.  Provide capability for ASOC to direct and control execution of CAS missions and scramble CAS alert missions from tasked wings.
	- Scramble order received by tasked unit within 15 seconds (not dependent upon communications equipment/systems).


	- Within 5 seconds.
	

	21. 
	4.1.12.1.  Monitor execution of the ABP.
	- Display execution status in the appropriate application within 5 minutes of data entry (not dependent upon communications equipment/systems).
	- Display status within 5 seconds of data entry.
	Yes

	22. 
	4.1.12.2.  Maintain situational awareness on all wing/squadron resources/personnel by having data displayed in the appropriate application.
	- Within 5 minutes of data entry.
	
	Yes

	23. 
	4.1.12.3.  Support automatic transfer of execution status information among all TBMCS operating locations.
	- Display execution status in the appropriate application within 5 minutes of data entry (not dependent upon communications equipment/systems).
	- Display status within 5 seconds of data entry.
	

	24. 
	4.1.12.4.  In order to provide situational awareness, TBMCS will implement the joint service standard for a Common Operational Picture (COP).
	- COP will support all thresholds for situational awareness (4.1.12.)
	
	

	25. 
	4.1.12.5.  Provide automatic filing of MISREPs.
	- MISREP will be transmitted to J/CAOC within 5 minutes of data entry (not dependent upon communications equipment/systems).
	- Within 5 seconds of data entry
	

	26. 
	4.1.12.6.  Provide capability to receive, process, store and display ISR sensor data and ISR products.  Provide capability to associate new ISR data with existing databases, target folders, ATO tasks, etc.


	
	
	

	27. 
	4.1.13.1.  Define
	- Produce quantifiable, prioritized objectives, tasks, MoMs and indicators.
	
	

	28. 
	4.1.13.2.  Monitor.  
	-  Performance as specified for capabilities described in 4.1.12.1. above.
	- Performance as specified for capabilities described in 4.1.12.1. above.
	

	29. 
	4.1.13.3.  Evaluate.  
	- Manual effectiveness assessment completed within ATO cycle.
	- Fully automated effectiveness assessment completed within ATO cycle.
	

	30. 
	4.1.13.4.  Recommend. 
	-  Manual development of recommendations completed within ATO cycle.
	-  Fully automated process completed within ATO cycle.
	

	31. 
	4.2.1  Reliability, Maintainability, and Availability (RM&A) Characteristics.
	Intel Cell 0.91

Combat Plans 0.92

Combat Ops 0.94

USAF Wing 0.90

ASOC 0.96

Operational Availability 0.96
	
	

	32. 
	4.2.2.  Mobility
	- The MRSP must be developed to support any OCONUS location for 30 days of continuous War Mission Plan-5 operations without resupply.

- Systems must be maintainable in a bare base environment without special facilities for maintenance, software loading, special alignment procedures, or specialized equipment beyond hand-held tools.
	
	

	33. 
	4.3.3.  Sand and Dust.
	- The equipment will be protected enough (i.e., by filtering and protective casing) to withstand dust and sand for up to 30 minutes of a sandstorm at 60 mph.
	
	

	34. 
	4.3.3.  Salt Spray and Humidity.  The equipment will be able to be transported in salt spray and fog.
	-  The equipment will be capable of withstanding corrosion in a high humidity environment.
	
	

	35. 
	4.3.3.  Rainfall and Water.
	- Equipment on pallets must withstand water during transport.


	
	

	36. 
	4.3.3.  Temperature.
	- Equipment will be able to be transported or stored in temperatures ranging from -40 to 50 degrees Centigrade (C).
	
	

	37. 
	4.3.4.  Safety.
	- Comply with the Occupational Safety and Health Act (OSHA) and Air Force Occupational Safety and Health (AFOSH) standards to the maximum extent possible, consistent with military requirements.
	
	

	38. 
	4.3.5.  System Safety.
	- An effective system safety program will be fully integrated into all aspects of the acquisition effort.
	
	

	39. 
	4.3.7.  Industrial/Occupational Safety.
	- Human factors and safe engineering design concepts will be utilized.  

- Deployable requirements must be considered.  

- Weight, lifting, set-up/tear-down and operational ergonomics must be included in the design considerations of the system.
	
	

	40. 
	4.3.8.  Nuclear.
	- The TBMCS will remain operational in chemical, biological, and radiological environments and enable the operator to conduct operations in nuclear, biological, and chemical contaminated environments while wearing Military Operational Protective Posture-IV (MOPP-IV) chemical warfare defense ensemble.
	
	

	41. 
	4.3.9.  Biological and Chemical.
	- The TBMCS will remain operational in chemical, biological, and radiological environments and enable the operator to conduct operations in nuclear, biological, and chemical contaminated environments while wearing Military Operational Protective Posture-IV (MOPP-IV) chemical warfare defense ensemble.
	
	

	42. 
	4.3.10.  Flight.
	- System must be capable of running on aircraft power.
	
	

	43. 
	4.3.11.  Energy Management.
	- The system is required to operate on standard, nominal commercial power (110-120/208/240 VAC, 60 Hz; 240 VAC, 50 Hz, or 230 VAC, 50/60 Hz) with power conditioning and continuation equipment such as uninterruptible power supply (UPS).
	
	

	44. 
	4.3.12.2.  Data Survivability
	- The following features are supported:

      -- Redundant Data Storage

      -- Data Distribution

      -- Data Replication      
	
	

	45. 
	4.3.12.3.  Power
	- Capable of using multiple power sources.

- UPS will be provided
	
	

	46. 
	4.3.12.5.  Communications
	- Multiple communications paths will be supported.
	
	

	47. 
	4.3.12.6.  Support Infrastructure Survivability.
	- The system will require no changes to the existing in-place support infrastructure.
	
	

	48. 
	4.3.13.1  Physical Security.
	- Physical security for the automatic data processing equipment at all work centers will also be IAW AFI 31-101.
	
	

	49. 
	4.3.13.2.  Protection of Classified Information.
	- IAW DODD 5200.1-R

- Current Security Classification Guide is available

- Support for declassification of electro-magnetic and optical media
	
	

	50. 
	4.3.13.3.  Communications Security (COMSEC).
	- Available COMSEC equipment will be used.
	
	

	51. 
	4.3.13.4.  Computer Security (COMPUSEC).
	- All documentation, testing, and certification IAW DODI 5200.40 and applicable system-level policies and procedures will be completed.
	
	

	52. 
	4.3.13.7.  Spectrum Dependency
	- Capability, authority, and interoperability for transmitting radio frequencies and operating in projected environments (especially when that will be in foreign countries).
	
	


Requirements Correlation Matrix – Part II

TBMCS ORD

(Supporting Rationale for System Characteristics and Capabilities.)

AS OF March/2001

1. -  TBMCS 1.0.1.  Baseline Capability; USAF Scientific Advisory Board Study, SAB-TR-98-02.

2. -  AFMC/DRX Message, 14 September 2000.

3. -  AFI 13-1AOCV3, 12th AF SOP (10 September 1999)

4. -  TBMCS 1.0.1.  Baseline Capability.

5. -  TBMCS 1.0.1.  Baseline Capability.

6. -  TBMCS 1.0.1.  Baseline Capability.

7. -  TBMCS 1.0.1.  Baseline Capability.

8. -  TBMCS 1.0.1.  Baseline Capability,  “Intelligence Requirements Survey, Phase II,” HQ AFIC, 28 October 1992, (SECRET)

9. -  TBMCS 1.0.1.  Baseline Capability

10. -  TBMCS 1.0.1.  Baseline Capability.

11. -  TBMCS 1.0.1.  Baseline Capability.

12. -  AF/XOI Message:  11/24/2000

13. -  AFI 13-1AOCV3 notional timeline.

14. -  TBMCS 1.0.1.  Baseline Capability.

15. -  TBMCS 1.0.1.  Baseline Capability,  “Intelligence Requirements Survey, Phase II,” HQ AFIC, 28 October 1992, (SECRET)

16. -  TBMCS 1.0.1.  Baseline Capability.

17. -  USAFE/INX, HQ AFSOC/DI

18. -  TBMCS 1.0.1.  Baseline Capability.

19. -  Based on AFATDS message analysis performed by ESC. 

20. -  TBMCS 1.0.1.  Baseline Capability. threshold derived from 15.

21. -  TBMCS 1.0.1.  Baseline Capability.

22. -  TBMCS 1.0.1.  Baseline Capability. 

23. -  AC2ISRC Critical Capability C-10.

24. -  TBMCS 1.0.1.  Baseline Capability.

25. -  AF/XOI Message: 11/24/2000.

26. -  USAFE/INX Message: 1/12/2001

27. -  AFI 13-1AOCV3, 12th AF SOP (10 September 1999), AC2ISRC Critical Capability A-5.

28. -  AFI 13-1AOCV3, 12th AF SOP (10 September 1999), AC2ISRC Critical Capability A-5.

29. -  AFI 13-1AOCV3, 12th AF SOP (10 September 1999), AC2ISRC Critical Capability A-5.

30. -  AFI 13-1AOCV3, 12th AF SOP (10 September 1999), AC2ISRC Critical Capability A-5.

31. -  TBMCS 1.0.1.  Test data, coordinated with AFOTEC det. 3.

32. -  AFMC/DRX Message 14 September 2000.

33. -  TBMCS 1.0.1.  Baseline Capability.

34. -  TBMCS 1.0.1.  Baseline Capability.

35. -  TBMCS 1.0.1.  Baseline Capability.

36. -  TBMCS 1.0.1.  Baseline Capability.

37. -  TBMCS 1.0.1.  Baseline Capability.

38. -  TBMCS 1.0.1.  Baseline Capability.

39. -  TBMCS 1.0.1.  Baseline Capability.

40. -  TBMCS 1.0.1.  Baseline Capability.

41. -  TBMCS 1.0.1.  Baseline Capability.

42. -  TBMCS 1.0.1.  Baseline Capability.

43. -  TBMCS 1.0.1.  Baseline Capability.

44. -  TBMCS 1.0.1.  Baseline Capability.

45. -  TBMCS 1.0.1.  Baseline Capability.

46. -  TBMCS 1.0.1.  Baseline Capability.

47. -  TBMCS 1.0.1.  Baseline Capability.

48. -  Compliance with applicable regulation.

49. -  Compliance with applicable regulation.

50. -  TBMCS 1.0.1.  Baseline Capability.

51. -  Compliance with applicable regulation.

52. -  DoD Inspector General Audit, Report No. 99-009 (PFD)
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Sheet1

				FY 2002		FY 2003		FY 2004		FY 2005		FY 2006		FY 2007		Total

		3600 Threshold		40.82		38.30		33.44		34.09		35.10		35.82		181.75

		3600 Objective		37.11		34.81		30.40		30.99		31.91		32.56		165.23

		3080 Threshold		49.53		59.53		60.94		62.34		63.13		64.39		295.47

		3080 Objective		45.03		54.12		55.40		56.67		57.39		58.54		268.61

		3400 Threshold		19.12		18.67		19.58		19.88		20.57		20.88		97.82

		3400 Objective		17.38		16.98		17.80		18.07		18.70		18.98		88.93

		Total Threshold		109.47		116.50		113.96		116.31		120.37		119.19

		Total Objective		99.52		105.91		103.60		105.73		108.00		110.08
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