GLOBAL COMMAND AND CONTROL SYSTEM (GCCS) VERSION 3.2.3 

ROUTINE       

R 301923Z AUG 01 PSN 886984J43

FM JOINT STAFF WASHINGTON DC

TO AIG 8791

DISA WASHINGTON DC//D6/D2/D7/JC314//

JOINT STAFF WASHINGTON DC

SECDEF WASHINGTON DC//BMDO/AQI//

USCINCCENT MACDILL AFB FL//CCJ3/CCJ6//

USCINCSOC MACDILL AFB FL//SOJ3/SOJ5/SOJ6//

USCINCSPACE PETERSON AFB CO//J3/J6//

USCINCJFCOM NORFOLK VA

USCINCSO J3 MIAMI FL

USCINCSO J6 MIAMI FL

ZEN/38EIG TINKER AFB OK

ZEN/DISA WASHINGTON DC

ZEN/CMC WASHINGTON DC//PPO//

ZEN/CNO WASHINGTON DC

ZEN/DA WASHINGTON DC//DAMO-ZA//

ZEN/HQ USEUCOM VAIHINGEN GE//ECJ3//

ZEN/HQ USEUCOM VAIHINGEN GE//ECJ6//

ZEN/JBC SUFFOLK VA

ZEN/

ZEN/N DC/OU=JOINT STAFF(N)/OU=JS J6(N)/OU=JS J6V SYS INT(N)

ZEN/JSC ANNAPOLIS MD

ZEN/HQ USAF WASHINGTON DC//SC//

ZEN/USCINCTRANS TCJ3-TCJ4 SCOTT AFB IL

ZEN/USCINCTRANS TCJ6 SCOTT AFB IL

ZEN/USCINCPAC HONOLULU HI//J3/J4/J6//

ZEN/COMUSKOREA J3 SEOUL KOR

ZEN/COMUSKOREA J6 SEOUL KOR

ZEN/HQ USAF WASHINGTON DC//XO//

UNCLAS

SUBJ: GLOBAL COMMAND AND CONTROL SYSTEM (GCCS) VERSION 3.2.3

MSGID/GENADMIN/J6V//

SUBJ/GLOBAL COMMAND AND CONTROL SYSTEM (GCCS) VERSION 3.2.3

/RELEASE MESSAGE 2001-07//

REF/A/MSG/J6 /012123ZDEC1999//

REF/B/DOC/JOINT STAFF/31DEC1998//

REF/C/CD-ROM/DISA D6/03AUG2001//

REF/D/DISKETTE/DISA D6/22AUG2001//

NARR/REF A IS TYPE ACCREDITATION GRANTED TO GCCS V3.0.3.  REF B. IS GLOBAL COMMAND AND CONTROL SYSTEM SECURITY POLICY, CJCSI 6731.01.  REF C. IS GCCS 3.2.3 DOCUMENTATION CD-ROM,CM NUMBER 46662. REF D IS GCCS 3.2.3 DOCUMENTATION CHANGE 1 DISKETTE, CM NUMBER 47640.//

POC/HOLDER/LT COL, USAF/JS J6V/LOC:PENTAGON/TEL:DSN 227-1209/-//

POC/FLOWERS/LT COL, USAF/JS J6K/LOC:PENTAGON/TEL:DSN 223-5985

/TEL:703-613-5985/-/-/-//

RMKS/1. THE GCCS CONFIGURATION MANAGEMENT BOARD (CMB) APPROVED THE RELEASE OF GCCS 3.2.3 EFFECTIVE 28 AUGUST 2001.  ALL FUTURE CMB RELEASE MESSAGES WILL BE NUMBERED AND WILL SUPPLEMENT PREVIOUS MESSAGES.

2. GCCS 3.2.3 CONSISTS OF A NEW SOLARIS AND HP-UX VERSION OF THE

JOPES EDIT TOOL (JET) APPLICATION, AND AN UPDATED VERSION OF THE

JOINT FORCE REQUIREMENTS GENERATOR II (JFRG II) APPLICATION FOR

WINDOWS NT.

3. JS J6 GCCS DESIGNATED APPROVAL AUTHORITY (DAA) SECURITY GUIDANCE.

A.  A SECURITY ASSESSMENT OF GCCS 3.2.3 WAS ACCOMPLISHED USING THE GCCS 3.2.2 BASELINE.

B. ALL GCCS 3.2.3 SOFTWARE SEGMENTS RECEIVED JOINT STAFF J6 GLOBAL DAA APPROVAL AND THEREFORE DO NOT REQUIRE APPROVAL BY SITE DAAS FOR INSTALLATION ON GCCS.

4. DISTRIBUTION:

A. GCCS 3.2.3 SEGMENTS AND DOCUMENTATION WILL BE AVAILABLE FOR

ELECTRONIC DOWNLOADING VIA THE DII ASSET DISTRIBUTION SYSTEM (DADS), HTTP:DOD-EADS.MONT2.DISA.SMIL.MIL.  SITES MAY REQUEST GCCS 3.2.3 FROM THEIR MAJOR COMMAND.  SOFTWARE AND DOCUMENTATION (REFS C AND D) CAN ALSO BE ORDERED THROUGH THE REQUEST FORM LINKED TO THE GMC HOMEPAGE (WWW.GMC.NMCC.SMIL.MIL).  THE DOCUMENTATION DISKETTE (REF D) CONTAINS CHANGE PAGES FOR THE DOCUMENTATION ON THE CD-ROM (REF C).  THE CINC/SERVICE/AGENCIES (C/S/A) ARE RESPONSIBLE FOR ENSURING THEIR SUBORDINATES HAVE THE SOFTWARE AND DOCUMENTATION.

B. PRIOR TO THE INSTALLATION OF GCCS 3.2.3, SITE SECURITY OFFICERS ARE REQUIRED TO INVENTORY THE GCCS 3.2.3 RELEASE SOFTWARE AND DOCUMENTATION.  ALL DISCREPANCIES SHOULD TO BE REPORTED TO ONE OF THE GMC CONFIGURATION MANAGEMENT (CM) POCS, PARAGRAPH 7.

5. THE DADS SERVER IS ON THE SIPRNET AND CAN BE REACHED VIA A LINK FROM THE GMC HOMEPAGE, WWW.GMC.NMCC.SMIL.MIL.  SITES NEED ONLY A WEB BROWSER AND A MOREPLUS USER NAME AND PASSWORD TO INTERFACE WITH DADS; NO SPECIAL SOFTWARE IS REQUIRED.  TO GET A MOREPLUS USER NAME AND PASSWORD, SITES NEED TO CONTACT THE DEFENSE ENTERPRISE COMPUTING CENTER (DECC) DETACHMENT MONTGOMERY AT UNCLAS DSN 312-596-3626 OR UNCLAS COMM 334-416-3626.

6. MAINTAINING THE CURRENT CONFIGURATION IS A REQUIREMENT FOR

SUCCESSFUL INSTALLATION OF AUTHORIZED GCCS MISSION APPLICATIONS.

SYSTEM ADMINISTRATORS SHOULD CHECK THE GCCS 3.2.3 WEB PAGE

(WWW.GMC.NMCC.SMIL.MIL/CM/323.HTM) FOR ANY LAST MINUTE INSTALLATION INSTRUCTIONS.  SYSTEM ADMINISTRATORS ARE NOT TO INSTALL ANY SOFTWARE ON GCCS SYSTEMS THAT HAS NOT BEEN AUTHORIZED BY EITHER THE GCCS CMB OR THE LOCAL SITE DAA.

7. THE DISA-MONITORED SITES ARE: ACC, AFMC, AFSOC, AFSPC, ALCOM,

AMC, ANMCC, ARCENT, AREUR, CENTAF, CINCLANTFLT, CNO, DOHA (KUWAIT), FORSCOM, GCCS-D KAISERSLAUTERN, GCCS-D TASZAR, GCCS-D VICENZA, HQAF, HQAIA, HQDA, HQMC, JSOC, JTF-SWA, MARFOREUR, MARFORLANT, MARFORPAC, MSC, MTMC, NAVCENT (BAHRAIN), NAVEUR, NAVSPACE, NAVSPECWARCOM, NMCC, NORAD, OSF, PACAF, PACFLT, SOCCENT, SOCEUR, SOCJFCOM, SOCPAC, USAFE, USARPAC, USARSPACE, USASOC, USCENTCOM, USEUCOM, USFJ, USFK, USJFCOM, USMARCENT, USNAVCENT, USPACOM, USSOCOM, USSOUTHCOM, USSPACECOM, USSTRATCOM, AND USTRANSCOM.  THE DISA-MONITORED SITES ARE TO REPORT TO GMC CM: 1) UPON STARTING THE INSTALL; 2) THE COMPLETION OF THEIR

INSTALLATION ON THEIR SERVERS; 3) ACCOMPLISHMENT OF THE TFM; AND 4) COMPLETION OF INSTALLATION ON THEIR CLIENTS.  THIS INFORMATION IS USED TO BRIEF GCCS MANAGEMENT ON THE INSTALLATION STATUS.  GMC CM CAN BE CONTACTED AT DSN 312-223-8173 0R 227-9971 (COMM 703-693-8173), VIA E-MAIL AT HARGADOJ@NCR.DISA.MIL,

BUTLER1E@NCR.DISA.MIL, OR DJ9GMCCM@NMCC.SMIL.MIL, OR NEWSGROUP

GCCS.GMC.HELP.

8. THE JOINT OPERATIONS SUPPORT CENTER (JOSC) IS AVAILABLE FOR

SUPPORT 24/7.  THEY CAN BE CONTACTED BY PHONE AT UNCLAS DSN

312-225-0671, UNCLAS COMM 703-695-0671, SECRET DSN 312-222-8461,

COMM SECRET 703-692-8461, BY E-MAIL AT DJ9HELP1@NMCC.SMIL.MIL OR

HELPG@NCR.DISA.MIL, OR BY NEWSGROUP AT GCCS.GMC.HELP.

9. WIDEST DISSEMINATION OF THIS MESSAGE TO ALL SUBORDINATE

AND SUPPORTING GCCS OPERATIONAL, SUPPORT, AND DEVELOPMENTAL

ORGANIZATIONS IS REQUESTED.

10. THIS IS A J6/J3/DISA/NSA COORDINATED MESSAGE.//
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