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o Ensure that lA is incorporated as an element of DoD m?@?m@‘émn @ysiem iffe
cycle management processes.

o Grant DoD information systems under his or her puwiew f@rm}a!a credit:
operate according to the DoD IA certification and accreditation pr

o Accredit every information system before initial operation.

o Balance operational mission requirements and the regaduai ﬁsk o
operation. .

o Ensure that lA-related events or configuration changés tha’é
accreditation are reported to affected parties, such as infcrm
DAAs of interconected DoD mforma’h@n systems.

e For DoD information systems or enclaves under ms b‘r h
all IA-related positions are assigned in writing, include a s
responslbnhtles and that appomtees fo posntions recewe

, Ensure that a!l anormatlon Aswrance Managersf(lAMs) and In

USMC DAA’s

IN sUPPORT OF DODI 5200.40, THE DEPARTMENT OF DEFENSE ENFORMATEON T
CERTIFICATION AND ACCREDITATION PROCESS (DITSCAP): ‘

MARCORSYSCOM Commander “Executes the duties as the DAA fm” al
applications acquired or developed under MARCORSYSCOM or as requ
systems, and for applications or systems for which MAR@OR@YSQ@M

sponsor or advocate. MARCORSYSCOM Commander has overalt acg
management m%g@@m@msﬁmw for the Marine Corps and pﬁ”@vmﬁ%@ ﬁ@g@m
(ATO).
¢ the Marine Corp
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Authority is the official witl

DoD Instruction 5200.4
DoD Directive 8500.1
DoD Instruction 8500.2
ASD Nl Memo dated Jul y
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Program Manage

Tre DAA Team

Certification Authority (CA) - conducts cemﬁcatmn ac
support of the accreditation process and prov:des
recommendations for accreditation to the DAA.

Information Assurance Manager {(IAM) - ensureé th:
organization’s information systems are develope
acceptable level of risk and are accredited.

Information Assurance Officer (IAQ) - responsibl
the approved security level based on the accredi
involves ensuring that all system users and op:
have met the approprﬁate security requiﬁ'ement

manage the overa!i procure
f! formatlon sys ms.

o A DAA shall be appointed for each DoD system @p@raﬁmg waihm
Department of Defense.

o The Commandant of the Marine Corps ensures that DAAS are i@@n
security services provided for Marine Corps information @ysﬁ:@ms

o The DAA shall be a US citizen, a DoD employee, and have a !s@v@é
commensurate with accepting, in writing, the risk of @p@mtmg ﬁ@,,
systems umim‘ his or her purview. L
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